
Less About Privacy: Revisiting a Survey about the German 
COVID-19 Contact Tracing App 

Maximilian Häring Eva Gerlitz 
mhaering@cs.uni-bonn.de gerlitz@cs.uni-bonn.de 

University of Bonn Fraunhofer FKIE 
Bonn, Germany Bonn, Germany 

Matthew Smith Christian Tiefenau 
smith@cs.uni-bonn.de tiefenau@uni-bonn.de 

University of Bonn, Fraunhofer FKIE University of Bonn 
Bonn, Germany Bonn, Germany 

ABSTRACT 
The release of COVID-19 contact tracing apps was accompanied by 
a heated public debate with much focus on privacy concerns, e.g., 
possible government surveillance. Many papers studied people’s 
intended behavior to research potential features and uptake of the 
apps. Studies in Germany conducted before the app’s release, such 
as that by Häring et al., showed that privacy was an important 
factor in the intention to install the app. We conducted a follow-
up study two months post-release to investigate the intention-
behavior-gap, see how attitudes changed after the release, and 
capture reported behavior. Analyzing a quota sample (n=837) for 
Germany, we found that fewer participants mentioned privacy 
concerns post-release, whereas utility now plays a greater role. We 
provide further evidence that the results of intention-based studies 
should be handled with care when used for prediction purposes. 

CCS CONCEPTS 
• Security and privacy → Human and societal aspects of secu-
rity and privacy; • Human-centered computing → Empirical 
studies in HCI. 

KEYWORDS 
contact tracing, privacy, survey, intention-behavior-gap 

ACM Reference Format: 
Maximilian Häring, Eva Gerlitz, Matthew Smith, and Christian Tiefenau. 
2023. Less About Privacy: Revisiting a Survey about the German COVID-19 
Contact Tracing App. In Proceedings of the 2023 CHI Conference on Hu-
man Factors in Computing Systems (CHI ’23), April 23–28, 2023, Hamburg, 
Germany. ACM, New York, NY, USA, 16 pages. https://doi.org/10.1145/ 
3544548.3581537 

Permission to make digital or hard copies of all or part of this work for personal or 
classroom use is granted without fee provided that copies are not made or distributed 
for proft or commercial advantage and that copies bear this notice and the full citation 
on the frst page. Copyrights for components of this work owned by others than the 
author(s) must be honored. Abstracting with credit is permitted. To copy otherwise, or 
republish, to post on servers or to redistribute to lists, requires prior specifc permission 
and/or a fee. Request permissions from permissions@acm.org. 
CHI ’23, April 23–28, 2023, Hamburg, Germany 
© 2023 Copyright held by the owner/author(s). Publication rights licensed to ACM. 
ACM ISBN 978-1-4503-9421-5/23/04. . . $15.00 
https://doi.org/10.1145/3544548.3581537 

1 INTRODUCTION 
In 2020, the COVID-19 pandemic emerged fully. Many governments 
rolled out contact tracing apps in an attempt to fght the spread. 
Implementing contact tracing posed many challenges because it 
was never before carried out on such a scale. The hope was that a 
large portion of the population would install the apps since they are 
most efective if numerous people use them. So there was a great 
deal of interest in fguring out how many people would install such 
an app, what deters them, and how to motivate more people to do 
so. Many studies measured the acceptability and explored possible 
enablers or blockers for contact tracing apps [3, 32, 35, 65, 67]. 
Several of these studies focused on contact tracing in general and 
posed questions about hypothetical apps and features. 

Unlike these studies which used fctitious apps and generic fea-
tures, Häring et al. [32] specifcally asked questions about an an-
nounced app, the Corona-Warn-App (CWA), released in Germany 
in June 2020, shortly after their study. 

The authors found that even though the German government 
followed the more privacy-preserving decentralized approach after 
public discussions [55], 27.4% of the participants considered the 
app to be a threat to their privacy. Besides this, they found partici-
pants had many misconceptions about the app. The authors report 
that 50% of their participants reported they had some intention of 
installing the app. The study had been conducted before the app’s 
release, so the authors could only gather statements about intended 
future behavior and beliefs about an app that was not yet available. 

As intended and actual behavior show a gap in several research 
areas [49], we were interested in understanding how opinions and 
knowledge change after the release. We wanted to know whether 
participants used similar reasoning to justify why they had installed 
the app or refrained from doing so, compared to the intended be-
havior reported pre-release. With this, we shed light on the de-
velopment of sentiments towards an app where the focus during 
development was on privacy and transparency. 

We repeated the study done by Häring et al. [32] with minor 
adaptations in August 2020, two months after the release of the app 
in June. Like Häring et al., we conducted our study with a quota 
sample of the German population (� = 837). 

We found that knowledge about the app had increased and be-
liefs about its surveillance capabilities had declined. While privacy 
concerns were not eliminated, they were no longer one main rea-
son given by the participants to not install the app. Instead, the 
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participants more commonly mentioned that they did not need the 
app or reported technical issues. 

This work contributes to the body of knowledge in the following 
ways: 

• We gather insights into reported show-stoppers that hin-
dered the adoption of the app post-release. 

• We compare these to the stated show-stoppers reported in 
the pre-release study by Häring et al. to evaluate how use-
ful such hypothetical studies are in informing design and 
development decisions. 

• We explore how knowledge, perceptions, and misconception 
improved post-release and discuss this in the context of 
the government’s information campaigns, malfunctions, and 
general reporting. 

The rest of the paper is structured as follows: In Section 2, we 
place our work in the context of related works. Further, we provide 
a short overview of the history and malfunctions of the German 
contact tracing app (CWA). In Section 3, we describe our methodol-
ogy, especially compared to the original study by Häring et al. [32]. 
Section 4 presents the results of the replication in comparison to 
the original one. Finally, in Section 5, we discuss our fndings and 
provide directions for future work. 

2 CONTEXT AND RELATED WORKS 
In this section, we frst ofer insights into the background of the 
German CWA, and changes made to the app between the original 
study and our repetition. We then provide an overview of studies on 
the knowledge and misconceptions about contact tracing apps. We 
also give an overview of the intention-behavior gap and reference 
studies examining the intentions to install a contact tracing app. 

2.1 Background: Corona-Warn-App 
Prior to the app’s release in Germany, privacy had been a promi-
nent topic in public discussions, amplifed by the government’s 
initial plan to build an app based on a central approach that was 
then discarded [58]. The CWA was fnally introduced in June 2020 
and follows a decentral approach for contact tracing based on the 
Exposure Notifcation System of Android and iOS [8, 15]. It uses 
Bluetooth to collect encounters with other devices [16] and no GPS 
data is gathered or used.1 The development and operation costs for 
2020 amounted to € 52.8 million [10]. The government promoted 
the app through an advertisement and education campaign [9, 31]. 
The app received positive feedback for its architecture [69] and 
criticism concerning the project’s political handling [71]. 

After its release, the app continued to be a relevant topic in the 
media. There were frequent news reports about its functionalities 
or malfunctions in high-profle public (e.g., [57, 59, 70, 71]) and 
private media (e.g., [7, 51]). 

Arzt et al. [6] captured the sentiment and discussion before 
and after the app’s release by analyzing comments and reviews 
using natural language processing. They identifed two peaks in the 
commenting activity: frst, during the discussion about the app’s 
protocol, and the other around the app’s release. They clustered 

1For more information please visit the ofcial website [15]. The source code of the app 
is available on GitHub [30]. 

the arguments and found that the clusters “Politics” and “Privacy” 
occurred the most. 

2.1.1 Malfunctions of the App (known at the time of the study). 
As expected, the app was not free of technical problems. Between 
its release and our survey, the app was extended with additional 
features, languages, and fxes up to version 1.2.0 (released on August 
7 2020) [30]. However, none of the core features changed. 

In mid-July (around a month after the app’s release), public broad-
casters reported a problem with the app’s capability to update the 
risk status when running in the background, both for Android [70] 
and iOS [57]. The app needed to be actively opened by the user to 
update the risk status. For Android, this problem arose because of 
the power-saving mode, especially problematic for smartphones 
produced by specifc manufacturers. Since Version 1.1.1, released 
on July 20, 2020, users could access the device’s settings over the 
app directly to allow their smartphone to run the CWA in the 
background [70]. For iOS, the developer of the CWA held Apple 
responsible but released a workaround in version 1.1.2 on July 24, 
2020, which solved the problem [29]. Shortly thereafter, it became 
public knowledge that this problem had already been discussed on 
GitHub fve days after the initial release of the CWA on June 16, 
2020 [56]. 

Besides these, several minor issues, such as unhelpful error mes-
sages, were brought up by public broadcasters [71] or discussed on 
GitHub [26–28]. 

2.2 Knowledge Before and After the Apps’ 
release 

One of our goals with this study was to look at how peoples’ knowl-
edge developed over time. In this subsection, we list relevant work 
that studied knowledge about contact tracing apps. 

Zetterholm et al. [67] provided a survey of studies concerning 
contact tracing applications. In particular, they referenced three 
studies that observed knowledge and misconceptions about such 
apps [50, 61, 68]. 

In these studies, participants, e.g., expressed uncertainty about 
an app about to be released in the UK [68] or showed technical (e.g., 
concerning the security of Bluetooth) or legal misunderstandings 
(US and Europe [50]). Diferent studies indicated that participants 
expected or believed the apps to have some kind of mapping that 
would allow users to see hot spots in the area or detect infected 
users nearby [32, 61, 68]. However, a majority of the participants 
had basic knowledge about contact tracing apps, and knew that the 
app would make it easier to contact people who had been exposed 
to Covid-19 [61] or that the Chinese solution would collect personal 
information and was controlled by the government [41]. 

To the best of our knowledge, only a few studies were conducted 
on the German contact tracing app (CWA) before and after its 
release. 

Kozyreva et al. [38] drew four samples for a survey in Germany 
(n=4357): twice before the app’s release and twice after it. Their 
focus was on digital contact tracing technologies in general, and 
they covered some aspects of the app. Even after its release, the fact 
that it used Bluetooth was known by only a minority of non-users 
(26% in the fourth sample) whereas 65% of the users were aware of 
it. The results of Meier et al. [42] were in line with this. Through 
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a survey study of (non-)users, they found that knowledge about 
the app’s privacy features positively relates to app usage. Häring 
et al. [32] carried out their study prior to the app’s release and 
reported that 43.5% of the 657 participants who had heard about the 
app knew it would use Bluetooth, and 29.8% knew it would share 
IDs with devices in the vicinity of the smartphone. Only 9.9% knew 
all the information included in the ofcial press release. 

A study by Munzert et al. [43] tested in an experiment how in-
terventions change participants’ knowledge, their attitude towards 
the app, and app uptake. After being educated about the app, be-
tween 50 and 60% of the respondents knew that the app would 
not store the data it collected on a central server. In contrast, only 
around a third of the participants in the control group were aware 
of that. Interestingly, information had no big efect on the uptake 
but monetary incentives did. 

2.3 Intention-Behavior Gap 
An essential aspect of our study is comparing the reported intention 
in the pre-release study to the reported behavior in the post-release 
study, as well as the reasons given by the participants for their 
decision. 

In general, the intention to do something is one of the strongest 
predictors of human behavior [1, 49]; yet not all those who want 
to do something actually do so. This diference between reported 
intention and actual behavior is known as the intention-behavior 
gap [2, 49]. While diferent studies and topics show diferent sizes 
of the gap, Sheeran et al. [49] reported that overall, about half of 
the people who intend to do something will act according to their 
plan. One reason for not acting as intended is that intention is not 
a one-dimensional construct. The basis upon which an intention is 
built can infuence the likelihood of people acting on it. Examples 
are the extent to which an intention is relevant to the person’s 
identity or whether an intention is built on personal beliefs, social 
pressure, or norms [49]. People also face challenges when they 
want to act on an intention, e.g., people often forget to act or miss 
opportunities [49]. 

In the HCI community, the gap between intention and behavior 
was already studied to build technology solutions for the various 
reasons that hinder people from acting on their intention (e.g., [4, 25, 
46]), or understanding peoples’ interaction with technical devices 
(e.g., [18]). 

In the specifc area of contact tracing apps, the reported inten-
tions to use an app and the actual installation behavior also seem 
to diverge: During the development of contact tracing apps, re-
searchers tried to predict whether developing the app would even 
be benefcial and what (socio-demographic) factors might infuence 
app adoption. Online survey studies were conducted in which a hy-
pothetical [65] or an upcoming app [32] was presented. These apps 
were then researched, e.g., by conducting discrete choice experi-
ments and vignette studies. The Europe-wide acceptance of contact 
tracing apps (i.e., the willingness to install or just the general atti-
tude towards the technology), as summarized by a meta-analysis 
of Zetterholm et al. [67], varied between studies and countries in 
the range of 38%-84%. Acceptance rates in Germany seem to lie 
in between: Kostka et al. [37] reported an acceptance rate of 41%, 
Häring et al. [32] reported 50%, and Altmann et al. [3] reported 60%. 

However, Kozyreva et al. [38] identifed that the installation 
rate of the CWA (36-41%) their participants reported was lower 
than the acceptability rate of the previously presented hypothetical 
scenarios (55-64%). 

Jamieson et al. [36] researched this gap explicitly in the context 
of contact tracing and concluded that “over 50% of respondents 
who say they would probably or defnitely install a contact tracing 
app would actually do so.” They discussed that addressing privacy 
concerns is not enough to trigger installations, concurring with 
Munzert et al. [43] and Kozyreva et al. [38]. Jamieson et al. [36] 
discuss that social infuences could play a relevant role in the in-
stallation behavior. For this, the authors distinguished between two 
kinds of social norms: injunctive (beliefs that one should install the 
app) and descriptive (believing that others installed the app). 

Several of the challenges leading to the intention-behavior gap 
that Sheeran et al. [49] identifed are intentions directed at habits. 
In the context of contact tracing apps, many of these challenges do 
not apply. One of the mentioned challenges is to set goals overopti-
mistically by, e.g., underestimating the amount of time needed to 
do something [49]. Yet, we assume that planning to install an app 
can be considered a simple and straightforward task for most users. 
Thus, this challenge should not come into play here. Additionally, 
people do not need to continue working on a habit change after 
they install an app, as contact tracing apps (for warning purposes) 
do not need to be actively used. 

In this study, we provide insights into the intention-behavior 
gap in the case of a contact tracing app. 

3 METHODOLOGY 
Our methodology follows that of Häring et al. [32], with minor 
changes in the questionnaire, as explained below. 

3.1 Survey Content 
We used the survey by Häring et al. [32], conducted before the app 
was released; so we adjusted all tenses and answers accordingly. 
The survey consisted of the following seven parts. The complete 
survey text is included in the Supplementary Material. 

3.1.1 Screening. As with Häring et al., our participants were re-
quired to use a smartphone and had to be older than 18. We sampled 
them according to age, income, education, and residence (federal 
state). 

3.1.2 Media Sources and Knowledge. We asked the participants 
about their sources of information about the app (Q72), what they 
believe is true for the app in general (Q8), and what applies to the 
app if they (Q10) or one of their contacts (Q9) is infected. 

3.1.3 Usage. We provided the participants with a minimal descrip-
tion of the app, including a comprehension check question (Q11), 
and asked whether they had installed the app (Q12). In the original 
survey, the participants were asked how likely they were to use it. 
In our study, they could also indicate that they had uninstalled it or 
were planning to install it. We then asked for the primary reason 
(Q13). 

2The notation Qx refers to the corresponding question in our questionnaire. 
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3.1.4 Previous Survey. It was not possible to recruit the same par-
ticipants from Häring et al. again, but we used the same recruiting 
channel (Qualtrics); so there was a chance that we would get partic-
ipants who had particpated in the pre-release survey. Therefore, we 
asked our participants whether they took part in the frst study in 
May or June (Q14). If they answered “yes,” we asked whether they 
had stated that they planned on using the app or not (Q15). If this 
did not match Q12, we asked for the reason for this discrepancy 
(Q16). 

3.1.5 Change Motivators. Depending on their answer, we asked 
the participants what new functionalities or information about the 
app would change their view and would lead to an (un)installation 
(Q17). This question was not part of the original study. 

3.1.6 Potential Properties. Häring et al. presented 24 statements of 
potential properties of the app and asked how these would afect 
the installation decision if they were implemented. Since this set 
of questions made no sense after release but we wanted to remain 
close to the original, we rephrased the questions to ask how these 
properties had afected their decision. Since not all properties were 
implemented and thus some were false, we gave participants the op-
tion of marking a statement as untrue. Since this made the questions 
fairly complex, we did not put much weight on its analysis. 

3.1.7 Demographics. Finally, we asked for the participants’ demo-
graphic data and how COVID-19 impacted their lives. 

3.2 Recruitment 
We followed the same recruitment process as Häring et al. [32]: 
Using Qualtrics [47], we aimed to draw a representative German 
sample according to age, education, household income, and resi-
dence (federal state). For this, we used the same quotas as Häring 
et al. The study was conducted from August 11 to August 27, 2020, 
two months after the app was launched on June 16, 2020. A total of 
1001 participants completed the study for which we paid Qualtrics 
€4000. 

3.3 Data Quality 
As with the original study, Qualtrics excluded participants who 
1) took less than half the median of the time participants needed 
in a fnal pilot study (244 seconds) for completing the survey or 
2) gave an incorrect answer to the attention check question (Q18). 
We additionally excluded participants from our analysis who did 
not correctly answer the comprehension question (Q11). This step 
eliminated 164 participants. In total, the fnal data set consisted of 
837 participants. The participants were asked what their highest 
vocational qualifcation was. All who answered with “Other” were 
manually sorted into one of the ISCED (International Standard Clas-
sifcation of Education) levels [64] based on the free text answers. 
If this was not possible, the qualifcation was set to “undefned.” 

3.4 Analysis 
We had access to the data collected by Häring et al. [32] and followed 
their analytical approach to describe the participants’ knowledge 
and their reported intention to use the app, respectively, in our case, 
their reported behavior. 

In the following sections, to easily distinguish between the two 
data sets, we use cwa_int for the data collected by Häring et al. [32] 
and cwa_beh for the data gathered in our study. 

In the sections where we evaluate participants’ answers regard-
ing their knowledge of the app, we excluded participants who had 
not heard about the app before (� = 11). We grouped participants by 
their current installation status. If they reported having uninstalled 
the app (� = 27), they were grouped as having the app not installed. 
Other answers (“Don’t know” and “I don’t want to state”) were 
categorized as Unclear (� = 6). 

3.4.1 Statistical Analysis. We replicated the exploratory analysis 
by performing a logistic regression with a model selection process 
using Akaike Information Criterion (AIC) and Bayesian Information 
Criterion (BIC.)3 The initial set of factors consisted of all demo-
graphic factors, media sources, and the answers to each knowledge 
attribute. Before starting our study, we discussed possible hypothe-
ses based on cwa_int. However, we did not think we had any good 
theoretical basis for expecting a restricted set of aspects to be dif-
ferent while expecting others to stay the same. This led to a huge 
amount of potential tests we could have hypothesized (with at least 
26 attributes, an unforeseeable number of codes, and many demo-
graphic characteristics). As testing everything for diferences did 
not seem a sensible option, we omitted further inferential statistics. 

3.4.2 Qalitative Analysis. The survey included three open-ended 
questions (Q13, Q16, Q17). Those were coded. Answers to Q13 and 
Q17 were listed together in one document and provided additional 
context. Still, they were coded independently. As the survey was 
conducted in German, free text answers were translated for this 
paper. 

Q13: Coding Reasons. We recoded the answers from cwa_int us-
ing the code book by Utz et al. [65] to make the data more compa-
rable. To test whether the codes map well onto the given answers, 
four researchers coded the same 250 answers. In this step, we no-
ticed that the question framing by Utz et al. [65] captured too much 
detail for our purpose. Further, the answers given by the partici-
pants (cwa_int and cwa_beh) were too vague and could thus ft 
into several sub-codes (e.g., making the distinction between “infec-
tion detection” and “infection prevention” was not always possible). 
Hence, we decided to reduce some of the codes. Additionally, due 
to the nature of the diferent questions the participants were asked, 
the meaning of some codes created by Utz et al. [65] needed to be 
expanded. The fnal code book is shown in Table 2 and provides 
examples of each code. 

After deciding on the code book, we determined the inter-coder 
reliability of four researchers after they coded 110 answers (10.7% 
of the data, which is within the range recommended by Elder et 
al. to determine coder agreement [19]; the documents were se-
lected randomly, as suggested by O’Connor and Jefe [45]). We 
used ReCal3 [22] to calculate Krippendorf’s alpha for each code. 
The inter-coder reliability for codes used at least twice was in the 
range of 0.13-1 with a weighted mean of 0.83 for cwa_int . The 
same procedure was repeated for the answers in cwa_beh. Again, 
we included all participants who completed the survey. For this, 

3BIC is more restrictive than AIC. We used the model calculated by AIC because it 
contained all factors also present in the BIC model. 
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Krippendorf’s alpha was in the range of 0.33-1 with a weighted 
mean of 0.96. 

Finally, each researcher coded a fourth of all answers. Since 
some codes were covered only once or not at all in the data used 
for calculating the coder agreement, we subsequently discussed all 
documents coded with one of these codes or whose Krippendorf’s 
alpha was less than 0.8. 

We would like to note that some participants reported the Ger-
man word “Sicherheit” as a reason, which can mean both “Safety” 
or “Security”. If it was unclear what the participants referred to, the 
answers were assigned to the code “Unhelpful”. 

Q17: Coding Convincing Arguments. We asked what new func-
tionalities or information would change the participants’ decisions 
(convincing them to install or uninstall the app (Q17)). Four re-
searchers coded 100 open responses, discussed their codes, and 
agreed on a fnal coding book. Two of them coded an additional 100 
(10% of all) responses to calculate the inter-coder reliability using 
ReCal2 [21]. The remaining responses were split between the same 
two researchers. The fnal code book, including examples, can be 
found in the Supplementary Material. The inter-coder reliability 
(Krippendorf’s alpha) for individual codes was 1 for all codes ex-
cept surveillance (0.91) occurring in the subset. All codes, including 
examples and the code-specifc inter-coder reliability, can be found 
in Table 1 in the Supplementary Material. 

Q16: Coding Changed Opinions. We asked the participants 
whether they took part in the previous survey and, if they did, 
what intention toward app installation they had back then. If their 
answers did not match their current CWA installation status, they 
were asked why (Q16). As this scenario was relevant only to fve 
participants, one researcher coded the answers and discussed the 
results with the rest of the authors. 

3.5 Ethics 
Our study was reviewed and approved by our institution’s Research 
Ethics Board, and adhered to the German data protection laws and 
the GDPR in the EU. We provided an option for participants who 
did not want to give any details (“I don’t want to state” or “I don’t 
know”) for all questions. Before taking part, the participants had to 
consent to their data being used for research. They could drop out 
at any time without any consequences. We excluded incomplete 
answers for the analysis. 

3.6 Limitations 
As in the case of every online survey study, this study has to work 
with some limitations. First of all, the data are self-reported. We 
cannot know for sure that the participants who reported having the 
app installed actually have it. Secondly, the study is potentially in-
fuenced by a recruitment bias. When the participants were invited 
to take part in the study, they already knew it would concern the 
CWA. Other studies found evidence that people who do not have 
the app installed are underrepresented in such studies [43]. Third, 
we set the same quotas as Häring et al. [32], but just like in their 
study, the recruitment by Qualtrics did not match it perfectly. Even 
though our sample is more representative than the previous study, 
it still did not achieve full representation for some demographic 

subgroups, such as participants older than 65 (cf. Table 1). This is a 
problem common to online surveys. When comparing cwa_int and 
cwa_beh, we not only looked at the overall numbers but also split 
them into subgroups to check that we do not misrepresent them. 
Lastly, it was not possible to recruit the same participants who 
took part in the study by Häring et al. Therefore, a direct compari-
son of intention vs. behavior per participant was not possible. To 
compensate for this, we worked with a large quota sample. 

4 RESULTS 
This section reports the results in the following way: a) Develop-
ment of knowledge and misconceptions over time, and b) Compar-
ison of the reported intention and reported action to install the 
app, including self-reported reasons mentioned for or against app 
installation. 

4.1 Demographics 
The participants were recruited as described in Section 3.2. We con-
ducted recruitment considering quotas of age, education, income, 
and place of residence. A general overview of the demographics and 
their diference with those from cwa_int can be seen in Table 1. 

The achieved quotas of the demographics difer between 
cwa_beh to cwa_int. Most notably, we had 9.4 percentage points 
more participants aged 65 or above, and 13.8 percentage points 
fewer participants in the age group of 18–24 years. Potentially 
related to this, we also see a diference between the data sets in 
income, work status, and self-assignment to the COVID-19 risk 
group. Related literature suggests diferences between diferent de-
mographic subgroups concerning app installation [67]. Thus, when 
presenting the results, we reported the overall numbers but checked 
whether the general trend is evident in all sociodemographic sub-
groups. We emphasize that even if a trend can be seen in all groups, 
the magnitudes vary. Therefore, we refer the interested reader to 
Tables 3 and 4, which show the detailed numbers of the participants 
based on their socio-demographics. Additionally, a visual represen-
tation of diferences between cwa_int and cwa_beh for each group 
can be found in the Supplementary Material in Figure 1. 

4.2 Knowledge And Beliefs 
The participants were presented with 26 statements about the app, 
henceforth called “attributes,” and were asked to mark all that apply 
to the app. Six attributes were true for the CWA at the time of the 
study, 15 did not apply to it, and fve were neither true nor false 
but rather concerned a feeling or an intention. If we refer to one 
specifc attribute, we use an identifer and mark them as such in the 
text for easier readability, e.g., MANDATORY USAGE. The complete 
statement represented by each identifer, its correctness, and the 
information whether it was mentioned in the ofcial press release, 
can be found in the survey (Q8-10). 

In the following paragraphs, we compare the number of partici-
pants from cwa_int and cwa_beh who marked correct statements 
about the app as true and the number of participants who expressed 
false beliefs about the app. An overview of the increase and de-
crease of percentage points in comparison to cwa_int is shown in 
Figure 1. 
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int beh int beh int beh 

Gender (Q20) Female 55.9 vs. 54.1 Male 43.3 vs. 45.6 Other 0.8 vs. 0.3 
Age (Q1) 18-24 

50-64 
24.2 
26.7 

vs. 
vs. 

10.4 (9.2) 
27.2 (26.4) 

25-34 14.2 
65+ 10.9 

vs. 
vs. 

16.7 (15.3) 
20.3 (25.1) 

35-49 23.9 vs. 25.3 (23.9) 

Education (Q6) ISCED 0-2 
Undefned 

5.9 
2.2 

vs. 
vs. 

6.2 (16.5) 
0.8 

ISCED 3-4 48.9 vs. 56.8 (58.1) ISCED 5-8 40.5 vs. 32.9 (25.4) 

Household 
Income (Q4) 

<= 1300€ 
2600-3600€ 

Not disclosed 

18.3 
16.7 
10.6 

vs. 
vs. 
vs. 

16.7 (16) 
20.3 (18) 
3.8 

1300-1700€ 13.4 
3600-5000€ 14.0 

vs. 
vs. 

7.5 (8) 
20.4 (17) 

1700-2600€ 
>5000€ 

20.8 
6.2 

vs. 
vs. 

22.3 (20) 
8.8 (20) 

Work Status (Q21) School student 
Civil servant 
Unemployed 

4.7 
2.0 
7.5 

vs. 
vs. 
vs. 

1.9 
3.0 
7.2 

Univ./col. student 9.8 
Self-employed 4.6 

Retiree 16.9 

vs. 
vs. 
vs. 

5.5 
4.1 
25.0 

Employee 
Freelancer 

Not disclosed 

48.9 
2.2 
3.4 

vs. 
vs. 
vs. 

50.3 
1.1 
2.0 

IT-Knowledge (Q22) Yes 16.5 vs. 20.9 No 82.1 vs. 74.9 Not disclosed 1.4 vs. 4.2 
Smartphone OS (Q3) Android 72.0 vs. 71.5 iOS 26.0 vs. 26.1 Other 1.9 vs. 2.4 
Political 
Affiliation (Q24) 

The Greens 
FDP 

Others 

19.1 
5.1 
17.7 

vs. 
vs. 
vs. 

21.6 
6.0 
24.5 

CDU/CSU 26.3 
AfD 7.3 

vs. 
vs. 

19.4 
6.7 

SPD 
The Left 

13.3 
11.2 

vs. 
vs. 

11.7 
10.1 

Federal state (Q2) BW 
BB 
HE 
NW 
SN 

12.3 
3.1 
7.6 
23.1 
4.4 

vs. 
vs. 
vs. 
vs. 
vs. 

12.9 (13.1) 
2.4 (3.1) 
6.9 (7.5) 
22.8 (21.6) 
5.0 (5.0) 

BY 14.2 
HB 0.8 
MV 2.0 
RP 5.4 
ST 2.9 

vs. 
vs. 
vs. 
vs. 
vs. 

12.1 (15.6) 
1.5 (0.8) 
2.4 (2.0) 
4.6 (4.9) 
4.7 (2.8) 

BE 
HH 
NI 
SL 
SH 

4.9 
2.7 
9.8 
1.2 
3.1 

vs. 
vs. 
vs. 
vs. 
vs. 

7.0 (4.3) 
3.6 (2.2) 
6.7 (9.6) 
1.5 (1.2) 
3.5 (3.5) 

TH 2.4 vs. 2.4 (2.7) 

Table 1: Participants’ demographics (� = 837), in percentages. Gray: Percentages from cwa_int (� = 744). Numbers in brackets 
represent the targeted distribution [17, 47]. 

Figure 1: Gains and losses in p.p. of high-level codes, attributes, and app installation intention and action. If a bar is in the area 
with a gray background, more participants in cwa_beh than in cwa_int had correct knowledge about this specifc attribute. We 
can see this is the case for most attributes. “Reasons” and “Other Attributes” do not concern knowledge; therefore, we cannot 
make such an assessment. In Q8-10, participants could answer that none of the given attributes were correct. Only a very small 
amount (up to 2.6%) marked that, so they were excluded from the Figure. 

4.2.1 Knowledge about the app increased. Despite the divisive na-
ture of the many COVID-19 measures [54] and the disinformation 
targeted at them [66, 72], it is nice to see that knowledge about 
the app increased while misconceptions declined. Häring et al. [32] 
measured how many participants correctly checked every point 
mentioned in the ofcial press release regarding the app. They re-
ported that 9.89% of the participants did so. As FIGHTS DISEASE 

SPREAD is something that can be argued about, we decided to re-
calculate the number without this. Following this, 10.8% of the 
participants who heard about the app knew the basics in cwa_int, 
and 13.6% in cwa_beh. 

In detail, the degree to which knowledge about the app increased 
difers. Contact tracing as the essential purpose of the app was 
known to the majority of participants: INFORMS MY CONTACTS, 
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which was already known by a majority in cwa_int, was known 
by even more participants in all demographic subgroups, with an 
average of 78%. However, the other direction of contact tracing, 
INFORMS ME IF CONTACT INFECTED, did not rise in all subgroups, 
despite still being known by 70.5%. As described in Section 2.1.1, 
not actively opening the app might have led to the participants 
not being informed timely. This issue could have resulted in the 
participants believing that they would not be warned about contact 
with an infected person. 

Two attributes stated technical properties. That the app uses 
Bluetooth (USES BLUETOOTH), which was included in announce-
ments of the app (e.g., [8]) and which can be noticed when using the 
app, was marked by 65.4%. This is a rise from cwa_int where it was 
43.7%. The number of participants aware of the rather specifc tech-
nical fact that the app shares temporary IDs (SHARES TEMPORARY 
IDS) with other devices remained very similar between cwa_int to 
cwa_beh and was known by a minority (29.8% and 26.9%). 

4.2.2 Fewer (privacy) concerns. The attributes included statements 
concerning the app giving the government access to phone con-
tacts, the sharing of a motion profle, the government seeing users’ 
current location, and the government noticing violations of social 
distancing protocols or quarantine rules. Reasonably, all of them 
could be seen as an intrusion of privacy. Compared with cwa_int, 
we see fewer participants believing these to be true. For example, 
the belief SHARES MOTION PROFILE, which was marked true by 
41.8% of the participants of cwa_int, was now checked by 24.1% in 
cwa_beh. 

In cwa_int, 27.3% expressed concerns about their privacy 
(THREATS PRIVACY) due to the app’s installation/usage, 20% even 
saw their basic rights restricted (RESTRICTS BASIC RIGHTS). Both 
concerns declined signifcantly in cwa_beh (11.4% and 6.4% respec-
tively). 

4.2.3 Misconceptions. This section gives an overview of the mis-
conceptions people expressed in form of free text answers. 

Even though fewer participants marked the app as a threat to 
their privacy (THREATS PRIVACY), the concern was not dispelled 
entirely: In both data sets, we saw participants who were certain 
that the app has features or collects data that would invade their 
privacy. 

For example, participants expressed the belief that it is possi-
ble to receive a real-time warning about infected people in the 
users’ surroundings. This misconception was also included in the 
attributes (INFORMS IF INFECTED NEARBY): 55.7% of the partici-
pants believed this. If true, this would be an actual threat to users’ 
privacy. However, only 10.9%, who marked this attribute to be ac-
curate, indicated the app to be a threat (THREATS PRIVACY). To the 
best of our knowledge, neither the app design nor any of the ofcial 
information about the app would imply such functionality. 

It was also brought up that users would be informed who among 
their contacts is infected. Broadly, participants felt that the app 
would violate a law or that it would be used to track or spy on its 
users. Emphasizing an incorrect understanding of what data the 
CWA can access, people mentioned the sharing of personal data 
in response to the question asking for reasons that could change 
their current opinion (Q17). Some participants gave the impression 
that they believed the app already has access to these data: “when 

my phone number is disclosed” or “If it were to share my personal 
information or my location.” 

The participants thought it would be necessary to have mobile 
data to be able to use the app. While the app needs an internet 
connection to download keys from users who shared their positive 
infection status, this does not need to be performed constantly. 
Further, German network operators agreed not to charge for the 
CWA data usage [44]. 

The participants from both data sets mentioned that Bluetooth 
is insecure. While we could not identify the origins of the notion, it 
could be that participants had heard about vulnerabilities associated 
with Bluetooth, e.g., BlueBorne [5], and transferred those. Since 
we do not know what device the participant owned, this is not 
necessarily a misconception. 

Misconceptions only present in the cwa_int. Only in cwa_int did 
we see participants who based their decision on whether to install 
on beliefs that were grounded on the fact that the app had not yet 
been released and some political decisions were still being discussed. 
The participants, e.g., thought that quarantine would be enforced 
after receiving a warning or that it would be mandatory to use the 
app. While the latter belief was also observed in the attributes in 
cwa_beh, no participant used it as an argument for why they had 
not installed the app. On the other hand, participants mentioned 
that they had installed the app due to social pressure (e.g., from 
their spouses or employer). 

The participants also communicated beliefs leading to a false 
sense of safety, e.g., that the app prevents users from infecting 
others or that it provides safety against infection. 

New Misconceptions. A new theme in cwa_beh was that only a 
perfect app or its perfect usage would lead to success: “For this, I 
must ALWAYS have my phone with me, and that is too laborious for 
me.” Additionally, we now saw participants who either believed it 
was “proven” that the app did not work or produce the efect aimed 
for. One participant came to this conclusion based on personal 
experience after not receiving warnings: “I was [...] downtown, and 
the app didn’t show any warnings at all [...]. It is very unlikely that 
I was not in contact or in the vicinity of anyone who had Corona.” 

4.3 Reported Intention vs. Action 
We repeated the survey when the CWA had already been released, 
so we had to adjust some questions and therefore measure diferent 
concepts. While in cwa_int, the participants reported their instal-
lation intention, cwa_beh asked for their installation behavior. In 
this section, we compare the reported intention, reported behavior, 
and download numbers. 

Figure 2 provides an overview of the overall installation intention 
(cwa_int) and action (cwa_beh). Around 45.9 % of the participants 
reported having had the app installed at some point in time (“Yes” 
(42.7%) or “Yes, but uninstalled” (3.2%)). Comparing this to the 
download numbers, it seems that people who have installede the 
app were more likely to participate in the study. At the end of this 
study, the CWA had 17.6 million reported downloads (August 27, 
2020 [14])4, which translates to 28.98% of the smartphone users 

4Download numbers are only an estimation of the installation numbers. E.g., uninstal-
lations and reinstallations are not recorded. 
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in Germany (60.74 Mio., based on an estimation from 2020 [53]). 
This is less than both the measured intention in cwa_int and the 
reported installations in cwa_beh. 

In cwa_int, 18.2 % were undecided on whether or not to install 
the app. As the app was not installed automatically, the default 
option is not to install it. On an aggregated level, it seems that more 
people who were undecided “chose” not to install the app. 

Figure 2: Installation intention (int) as reported in cwa_int vs. 
installation behavior (beh) as reported in cwa_beh. 

4.3.1 Influence of Knowledge on App Installation. Häring et al. [32] 
reported statistically signifcant exogenous variables of a regression 
that infuenced the participants’ intention to install the CWA. We 
repeated the analysis and performed a logistic regression. The full 
resulting model and the model of cwa_int are reported in the 
Supplementary Material in Table 1. 

In the following paragraphs, we focus on the knowledge and 
belief factors measured with the attribute questions (Q8-10) to 
determine whether they infuence the participants’ decision to 
install the CWA. Some of the selected attributes overlap for both 
data sets. 

The knowledge that the app will inform the user’s contacts 
if they tested positive (INFORMS MY CONTACTS, Log Odds = 0.86), 
that some authority has to confrm a positive test result before it 
can be shared over the CWA (DATA TRANSMISSION ONLY AFTER 
CONFIRMATION, Log Odds = 0.52), and that the app uses Bluetooth 
(USES BLUETOOTH, Log Odds = 1.13) positively infuence app instal-
lation. The frst two factors were also found in cwa_int. 

Two attributes that do not apply to the app statistically sig-
nifcantly increased app adoption as well: Believing its usage was 
mandatory (MANDATORY USAGE, Log Odds = 3.73) and thinking the 
app could be used to prove a non-infection status (SHOWS NEGATIVE 
INFECTION STATE, Log Odds = 0.49). 

We also identifed beliefs that hindered adoption: Participants 
who believed the app to be a threat to their privacy (THREATS 
PRIVACY, Log Odds = −4.50, also included in the model for cwa_int) 
or thought the app would enable the government to gather informa-
tion on the apps’ users (SHARE PHONE CONTACTS WITH GOVERNMENT, 
Log Odds = −2.97, GOVERNMENT SEES MY QUARANTINE VIOLATION, 
Log Odds = −1.20, GOVERNMENT SEES DISTANCE VIOLATION, 
Log Odds = −0.98) were statistically less likely to install the app. 
THREATS PRIVACY had the largest efect size. Around 97% of the 
participants who believed this did not install the app, whereas 99.5% 
of those who installed the app at some point did not state to feel a 
threat to their privacy. 

4.3.2 Reasons Given. In the following paragraphs, we present the 
most common motivations participants mentioned for or against 
the installation of the CWA, as shown in Table 2.5 A visualization 
of the increase and decrease is included in Figure 1. The C* notation 
in this section refers to the Figure. 

Pandemic Control as Primary Motivator. As could be expected, 
most people who had the app installed did so to contribute to the 
pandemic control (C1) in some way or the other (73.7%). These 
ranged from social reasons (protecting others) to more self-focused 
ones, such as protecting oneself. This number is not far away from 
those seen in cwa_int: 73% of those who were very certain about 
installing the app reported the pandemic as a reason (61% of those 
who intended to likely install). 

Fewer Distrust and Privacy Concerns. In cwa_int, the two most 
commonly mentioned reasons why participants did not want to 
install the app were privacy (C7) and the fear of it being used for 
something else (C5). Both topics were also brought up by partici-
pants who were undecided about whether they wanted to use the 
app. In cwa_beh, the general notion of distrust (e.g., concerning 
the government, developers of the app, or the belief that the app 
will be used for something other than what was advertised, such 
as surveillance; C5) and privacy/security concerns (C7, C9) were 
mentioned by fewer participants. This declining trend is observed 
in almost all demographic groups, albeit in varying degrees. There 
is one outlier for distrust which is the income group 1300-1700€ (cf. 
Table 4 or Figure 1 in the Supplementary Material). 

While fewer privacy concerns were mentioned overall, we still 
came across participants who, at the time of the study, believed that 
the app collects or even uses data it does not need. When asked 
what new features or information would convince them to install 
the app, seven participants self-reporteded that they would install 
the app if it stopped collecting data it does not need or stopped 
monitoring its users. It should be noted that while privacy concerns 
were less frequently mentioned, the participants who had installed 
the app still cared for their data: 35.6% stated they would uninstall 
the app if any changes to its data protection, security, or usage of 
the data were made. Only three participants explicitly mentioned 
changing the app’s approach from the current one to a centralized 
one as the reason for them to uninstall. 

Technical Issues Hinder Usage. The increase in the number of 
people from all socio-demographic subgroups who reported that 
technical reasons led to not having the app installed (overall 
from 2.8 to 12.2 %) was rather large. Specifcally, the participants 
mentioned that their operating system (OS) does not support the 
app, or it is just too slow. Bluetooth was also brought up, either 
because the participants were unsure whether it is secure, resulting 
in them not wanting to enable it or because they feared the app 
would drain the battery too much. The increase in technical reasons 
was especially high for participants aged over 65 (cf. Figure 3, C2). 

Notably, 52% of the participants who uninstalled the app reported 
technical reasons. For instance, they experienced battery problems 
due to Bluetooth or criticized the app for using up their phone’s 
memory. 

5To facilitate comparison with our results, we referenced other studies that reported 
the same theme in the Table. 
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Of the 39 participants, who had also answered the frst survey, 
fve reported they had intended to install the app but did not cur-
rently have it installed. Three participants mentioned that their 
phone does not support the app, and one had tried but failed to 
install the app. Although technical limitations would have been 
known before the release, e.g., the use of an OS that is not supported, 
we think it is not plausible to assume that many people thought 
about this at the time of that study. 

Skepticism About Apps’ Capabilities. The notion that the app is 
unnecessary (C3) increased especially due to participants personal 
assessment of their own behavior. Specifcally, the participants 
mentioned that they never or rarely left their residences or that 
the time they spent close to strangers was too short to receive a 
warning anyway. Only a few participants questioned the severity 
or existence of COVID-19. 

We also saw a slight increase in the percentage of participants 
who were unsure about or doubted whether the app works as 
promised (C4). For example, they mentioned technical malfunctions 
(only three mentioned a specifc problem), stated that the user base 
is too small, or that they doubted that everyone would share their 
positive infection status over the app. When asked what functional-
ity could lead to an installation, 7.2% mentioned they would install 
the app if it malfunctioned less. Again, most of these statements 
were vague, and only three participants pointed to specifc prob-
lems, such as a QR-Code scanner that did not work or the app not 
working properly in the background, as mentioned in Section 2.1.1. 

Few Reasons Were Given to Change Installation Status. As many 
as 46.0% of the participants who answered the question of how 
their current installation status could be changed (n=730), stated 
that no new information or functionality could convince them to 
change their opinion. Of these, 43.2% participants had installed 
the app, whereas 56.8% did not. Four participants mentioned that 
even the use of more data, probably resulting in the app being less 
privacy-preserving, would not tempt them to uninstall it. 

Another 7.8% said they “don’t know” what could change their 
minds; this means that they, at the time, found no factor that would 
infuence their decision. 

5 DISCUSSION 
We revisited a survey study shortly after the release of the German 
CWA to measure the development in the knowledge and beliefs 
of participants, and whether the previously reported intentions 
to install the app resulted in actions. We found fewer participants 
who reported having the app installed in cwa_beh than those who 
reported intending to do so in cwa_int. Both numbers difered from 
the estimated actual installation numbers based on downloads. We 
found that the reasons shifted with varying degrees for diferent 
socio-demographic groups. In the following paragraphs, we discuss 
these fndings. 

5.1 Privacy and Ideological Reasoning 
When Häring et al. [32] conducted the original survey, the apps’ 
privacy was a big issue. In April 2020, organizations dealing with 
internet politics (including the “Chaos Computer Club”[13] and 
the “Gesellschaft für Informatik” [23]) wrote an open letter to the 

German Chancellery, strongly encouraging them to distance them-
selves from the centralized approach planned at frst for a contact 
tracing app. They claimed that people would not trust such an app 
and, hence, not install it [12]. 

Arzt et al. [6], who analyzed comments from three German online 
newspapers, Twitter, and app stores before and after the release of 
the CWA found that the second most frequently brought-up topic 
concerned privacy. The literature in which German participants 
were asked about contact tracing apps also identifes a lack of 
privacy to be one of the leading negative associations [3, 38, 65]. 
In the previous study [32], 27.4% of the respondents thought the 
app would be a threat to their privacy, and the two main reasons 
that the participants from cwa_int used to justify not intending to 
install the app were “Privacy” and “Distrust/Abuse.” 

We Saw Fewer Privacy Concerns ... When we asked our partici-
pants about the main reason for not having the app installed, in 
general, fewer participants argued with privacy or trust. As sum-
marized in Section 2.1, the apps’ technical details did not change 
substantially between the two studies to explain the discrepancy in 
the number of privacy-related concerns. We thus believe that there 
are other possible explanations for this decline. 

First, Munzert et al. [43] experimented with educating their par-
ticipants. They could see that their intervention (videos explaining 
app functionality, claims about data privacy, and the benefts of 
the app for either the participant or vulnerable populations) had 
a statistically signifcant positive efect on both the participants’ 
knowledge and their attitudes towards the app. Installation numbers 
also slightly increased, but not in all of the groups. Consequently, 
what we see in the data could be an efect of efective advertise-
ments for the app (such as [9, 31]). These advertisements not only 
explained the apps’ functionality and data handling but also tried 
to convince people that installing the app helps combat the pan-
demic [63]. So, alongside the extreme presence of the pandemic in 
the media and in daily life, the advertisement likely contributed 
to social infuences such as an injunctive norm that people should 
install the app (cf. Jamieson et al. [36]). 

Second, there might be a portion of the population who, for 
ideological reasons, did not want to install the app and used privacy 
as a convenient straw man to justify their position. Since a lot of 
efort was put into assuaging the privacy concerns, this portion 
of the population might have switched to another reason for not 
installing the app, such as not needing it. 

...But They Are Still Relevant. Although the trend shows fewer 
privacy concerns (27.4% cwa_int vs. 11.4% in cwa_beh), they were 
not eliminated, and still connected to being less likely to install the 
app. We assume that for participants who felt so, privacy concerns 
were still an important reason not to install the app. And vice versa, 
most participants who installed the app did not think it threat-
ened their privacy. As the technical details of the app, including its 
data handling, addressed many privacy issues by design, we need 
more insight into what privacy means to diferent groups and how 
concerns are built or broken down in this context. 

Prior research has already used known instruments to measure 
the concept of privacy concerns and relate them to app usage: Utz 
et al. [65], e.g, used the IUIPC, Seeberger et al. [48] the MUIPC, 
and Jamieson et al. [36] used UTAUT. These studies teach us how 
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general concerns relate to intention and behavior, but they do not 
tell us what the concerns are and where they originate from when 
looking at contact tracing apps specifcally. 

It seems that even beliefs that can be reasonably seen as privacy-
invasive are not always considered as such: Kulyk et al. [39] found 
that 71.9% of their German participants believed the app used meta-
data, such as the geo-location, whereas only half of this percentage 
marked to be concerned about privacy, being unclear whether all 
those who were concerned also believed the app to capture this data. 
Both cwa_int and cwa_beh show something similar: more partic-
ipants believed the app would share a motion profle or thought 
it would inform them if infected people were nearby than who 
marked the app as a threat to their privacy. 

We also assume that the phrasing of a question is likely to have a 
huge impact on the answers: while only 11% of the participants were 
unwilling to download the app if it was used for fnding hotspots 
in the study by Kulyk et al. [39], 45% were not comfortable with 
sharing their location data with the authorities in case they were 
infected to enable them to publish such hotspots. 

What seems appropriate or not is also highly context depen-
dent [40], and thus, it is hard to assess what notion of privacy 
(e.g., informational, interactional, or social [40]) the participants’ 
answers are based on. Here, we suggest researchers to distinguish 
between those in their work. 

Based on vignette studies, such as that of Utz et al. [65], we know 
which features and data-sharing characteristics people (dis)like. 
However, as mentioned, many negatively connotated characteristics 
are not included in the actual CWA. So, to understand why 11.4% 
still believed the app to be a threat to their privacy, we suggest 
researchers ask more directly about details participants assume to 
be an issue and whether they believe these details are currently 
part of the app. 

Many Marticipants Were Certain About Their Decision. What did 
remain constant between the original study and our replication 
was the absolute certainty of participants. Häring et al.’s [32] title 
summed it up: “Never ever or no matter what”. The same is still 
valid; many of the participants in our sample (� = 336, 46%) were 
very sure about their decision of having or not having the app 
installed and said that nothing could change their minds. 

5.2 Reasons To Install Or Not: Perfect Is The 
Enemy Of Good 

The reported reasons for or against installing the CWA were a 
lot more specifc in cwa_beh than in cwa_int. After the app was 
released, the participants evaluated their need for the app and 
its possible positive and negative efects. In the end, many of the 
participants decided against installing it. When asked, some brought 
up the lack of necessity, as they barely leave their homes or are 
not in contact with strangers long enough for an infection to occur. 
Participants also argued that they do not always carry their phones 
with them. Similarly, Altmann et al. [3] observed that the people 
who have their phones on them more often were more likely to 
support the app. 

The hope was to have as many installations as possible. Some-
times it was misreported that 60% of the population would need to 
install the app for it to be efective [60], which created a measure 

against which success was judged. It can be certainly said that it 
is benefcial to have a high user base so that it is more likely that 
the person a user meets also has it installed. 60% was estimated to 
be the threshold for the app to stop the pandemic. Nevertheless, 
even low adoption rates can reduce the number of COVID-19 cases 
and deaths [33, 60]. How many people can have what efect de-
pends signifcantly on the specifcs of the virus variant and other 
non-pharmaceutical interventions. 

If the goal is to increase overall adoption, it may be interesting 
to further research possible interventions. Böhm et al. [11] did so. 
They found that the ofcial video lead to a signifcant increase 
in perceived usefulness but not in behavioral intention. Just ex-
plaining how the app works is not enough to increase adoption 
intention. The perception of usefulness may also vary depending on 
the situation of the user and the provided specifc function (cf. Lu 
et al. [40]). In the beginning, the CWA only served the purpose of 
contact tracing (via Bluetooth). Over the years, it has ofered a lot 
more, such as a manual contact diary function, a certifcate wallet, 
and information about the local COVID-19 situation. We think it is 
noteworthy that the lack of utility of the app was brought up more 
often in cwa_beh than in cwa_int. This fnding is in line with that 
of Böhm et al. [11]. 

5.3 Lost Once, Lost Forever? 
Around 12% of the participants reported technical reasons for not 
installing the app. Not using a buggy or broken app seems to be a 
very logical view. However, we identifed two problems. First, many 
published bugs were relevant only to a small population [26–28]. 
Second, it opens up the question of how it can be communicated 
that a particular bug is eliminated if the app has not been installed 
and the non-user is no longer paying attention. 

Many participants did not mention a specifc problem but “mal-
functions” in general. We assume that at least some referred to the 
background synchronization problems, as they were discussed in 
the media shortly before the study. However, it had already been 
resolved by the time of the survey. We assume that some of the 
participants were not aware of the new release that solved the 
corresponding problem. In a typical software development cycle, a 
roll-out to early adopters or even open betas can gather feedback 
and be used to adapt to emerging problems. However, in 2020, the 
situation required immediate action. So, in the case of the CWA 
or any app developed in a short time, such early roll-out was not 
possible. 

This problematic situation points to the question: Is our cur-
rent technological landscape able to help in such situations (fast 
enough)? It may seem obvious that there should be as few bugs 
as possible in such an application. But still, with all the devices 
that must be supported, it is fair to assume that bugs do exist. At 
the same time, we are not aware of any research on how many 
uninstalled the app after encountering a bug and whether this is 
an uninstall reason or more of a reputation problem. 

5.4 Lesson Learned from Replicating an 
Intention Study 

5.4.1 Provide more context in studies about intention and handle 
results with care. Our analysis shows that the reported intention 
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to install in cwa_int was only slightly higher than the reported 
installation numbers in cwa_beh (50% vs. 45.9%). When we compare 
our reported installation numbers (45.9%) with those of Kozyreva 
et al. [38] and Munzert et al. [43] (both around 40%, utilizing repre-
sentative samples recruited at diferent times between August and 
November 2020), the numbers seem mostly consistent across these 
studies. While the studies were conducted, the download numbers 
did go up [52], but we cannot say for sure how exactly this relates 
to the installation numbers. Contrary to the numbers previously 
reported by Häring et al. [32], Kozyreva et al. [38], and Munzert 
et al. [43], Kulyk et al. [39] found that 72.7% of their German par-
ticipants (smaller sample recruited between December 2020 and 
February 2021) stated to have installed the app at some point. In con-
clusion, we fnd that the installation numbers (reported behavior) in 
each of these samples are not the real user numbers (actual behav-
ior). Based on the number of downloads, we assume the reported 
behavior is around twice as high as the actual behavior. 

Jamieson et al. [36] compared the reported intentions and re-
ported behavior of participants based in the USA. The authors 
estimated that around 50% of those with an intention to install 
would do so but without comparing it to corresponding download 
numbers of available apps. 

Comparing the percentages of cwa_beh and cwa_int, our (re-
ported) intention-behavior proportion would be 91.8% compared to 
the 50% reported by Jamieson et al. [36]. Yet, we cannot say where 
the ofset originates from. 

To make a comparison of the data easier and more meaning-
ful, we ask researchers to put their (reported intention and behav-
ior) numbers in the specifc context (recruiting method, intention-
behavior gap, observable actual behavior) as much as possible. This 
obviously cannot always be done directly: Reporting about instal-
lation behavior before the release is impossible. Following this, 
policy-makers should be cautious when using numbers as a ground 
for or against features without further knowledge about the context, 
e.g., the gap between reported and actual behavior. 

Nonetheless, we think that conducting intention studies still 
ofered an interesting and important view on the topic. 

5.4.2 Age. Related work found a contradictory infuence of partic-
ipants’ age. While Altmann et al. [3] found younger participants 
more willing to install a contact tracing app, the literature also 
ofers the opposite fnding [43, 67]. 

While age was not selected in the presented regression as a 
predictive factor, participants who were 65 or older had higher 
percentages for their installation intention in cwa_int compared 
to all other age groups (cf. Table 3). This group also had the highest 
loss in percentage points (22.9) when it comes to actual installation 
numbers. The code “Technical” (including both not being able to 
install the app as well as using one’s phone in a way that clashed 
with app usage) was the most mentioned reason why the app was 
not installed in this group. Percentage-wise, it was also more fre-
quently mentioned by this group than by other groups. This seems 
especially problematic for the following reasons: a) this age group 
is quite large, not only in Germany, b) the members of this group 
might be classifed to be at a higher risk due to the virus; and c) 
older people are often talked about, but not always included in 

conversations [24]. While it might be challenging, we strongly en-
courage researchers to actively recruit older participants for such 
studies. 

6 CONCLUSION 
We replicated a study by Häring et al. [32] about the Corona-Warn-
App and measured the knowledge, installation status, and reasoning 
in the German population with a quota sample (n=837). In contrast 
to the original study, we surveyed after the app’s release. We com-
pared both survey data sets. More participants reported that they 
intended to install the app than reported having installed the app. 
However, both these numbers are higher than estimated based on 
the ofcial download numbers. Knowledge increased, and false be-
liefs declined, especially concerning the surveillance capabilities of 
the app. We encountered fewer privacy concerns and less distrust 
in the involved parties. Looking at the reported reasons for the 
installation decision, we found that many participants who did not 
install the app gave technical problems or a personal estimation of 
the usefulness or necessity of the app as the reason. 
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% in data set (installation status per code in %): 
Code cwa_int (✓, unclear, ×) cwa_beh (✓, unclear, ×) ICR_int ICR_beh Example 
C1: Pandemic control and health [34, 38, 33.6 (98, 1.6, 0.4) 34.8 (90.4, 0.3, 9.3) 0.95 0.92 “Avoiding another lockdown”, “To combat the pandemic”, 
42, 65] “Solidarity” 

C2: Technical[6, 34, 43, 65] 2.8 (19.0, 19.0, 61.9) 12.2 (1.0, 0.0, 99.0) 
Phone usage/Inconvenient 1.6 (16.7, 25, 58.3) 5.7 (0, 0, 100) “I do not want to enable Bluetooth”, “Rarely have my smart-

phone with me” 
Not supported 0.1 (100, 0, 0) 4.5 (0, 0, 100) 

0.89 0.97

undef* 0.85 “It does not work with my phone” 
Technical side efects 0.9 (14.3, 14.3, 71.4) 1.8 (6.7, 0, 93.3) 1 1 “High data consumption”, “Bluetooth draws battery” 
Technical general 0.1 (0, 0, 100) 0.2 (0, 0, 100) undef* undef* “Bluetooth” 

- 0.1 (0, 0, 100) - “Since it’s a company phone, I need to clarify frst if I’m 
allowed to install the app.” 

C3: Unnecessary 

Not sure if allowed undef* 

[34, 65] 6.4 (8.7, 26.1, 65.2) 12.0 (2, 0, 98) 
Personal behavior 1.6 (16.7, 33.3, 50) 6.1 (3.9, 0, 96.1) undef* 0.92 “Since I spend almost all my time at home” 
Unnecessary general 1.6 (8.3, 16.7, 75) 3.7 (0, 0, 100) <0.5* 0.82 “I do not need it”, “Because I already know everything about 

Corona” 
State of the pandemic 1.6 (8.3, 33.3, 58.3) 1.4 (0, 0, 100) 1 0.89 “They should have done something like this right at the 

outbreak of Covid, now it’s not worth it.” 
Don’t Care 1.5 (0, 9.1, 90.9) 0.8 (0, 0, 100) 0.92 <0.5* “I Do not consider the threat of Corona so extreme that it 

requires an app” 
0.1 (0, 100, 0) - - “I think it would be better to be warned before you meet an 

infected person.” 
C4: Does it work 

Other undef* 

[6, 34, 38, 43, 65] 3.9 (17.2, 51.7, 31) 9.2 (2.7, 0, 97.3) 
Does it work general 1.9 (28.6, 64.3, 7.1) 4.8 (0, 0, 100) 0.9 0.91 “I doubt the functionality”, “Does it really do that much?” 
Malfunctions 1.1 (0, 37.5, 62.5) 2.4 (0, 0, 100) 1 1 “Did not work properly and too often constantly loaded or 

announced updates!” 
Usage 0.9 (14.3, 42.9, 42.9) 2 (11.8, 0, 88.2) “I do not think it makes sense as long as a large majority 

does not use this app” 
<0.5* 0.86 

C5: Distrust/Abuse [6, 43, 65] 14.2 (2, 25.3, 72.7) 8.8 (0, 1.4, 98.6) 
(Government) Surveillance 7.9 (1.7, 16.9, 81.4) 3.9 (0, 3, 97) 0.94 0.95 “I see no added value to install spyware.”, “Big brother” 
Distrust general 1.3 (10, 50, 40) 2.2 (0, 0, 100) 1 0.67* “No trust in the parties involved” 
Autonomy 3.9 (0, 37.9, 62.1) 1.4 (0, 0, 100) “Too much statehood, too much control.”, “Violation of basic 

rights” 
Disinformation 1.1 (0, 37.5, 62.5) 0.7 (0, 0, 100) 0.66* <0.5* “This app could also be used for other things.”, 

0.91 0.86

Negative Reviews - 0.6 (0, 0, 100) - undef* “Didn’t work that well with acquaintances,” 
C6: Other 6.0 (13.3, 48.9, 37.8) 8.7 (21.9, 0.0, 78.1) 
Don’t want 1.6 (0, 8.3, 91.7) 3 (0, 0, 100) 1 0.72* “Lack of interest” 
Lack of information[34, 43, 65] 3.8 (3.6, 75, 21.4) 2.2 (0, 0, 100) <0.5* 0.88 “I need more information to decide” 
Testing 0.7 (100, 0, 0) 1.8 (60, 0, 40) undef* 1 “Just wanted to test it” 
Recommended by others - 1.1 (77.8, 0, 22.2) - 1 “Colleagues said it would be helpful” 

C7: Privacy 
No time yet/forgot [34] - 1 (0, 0, 100) - undef* “Have always put it of until now” 

[3, 6, 20, 34, 38, 43, 62, 65] 14.5 (4.6, 46.3, 49.1) 5.5 (2.2, 0, 97.8) 
Privacy negative 14.5 (4.6, 46.3, 49.1) 5.4 (0, 0, 100) 0.94 0.86 “Privacy is violated and everyone knows where I am cur-

rently staying” 
Privacy positive - 0.1 (100, 0, 0) - undef* “The app is privacy compliant and shares only anonymized 

data (Bluetooth ID)” 
C8: Psychological+Societal [34, 65] 5.4 (62.5, 7.5, 30) 1.1 (44.4, 0, 55.6) 
Negative feelings 1.9 (7.1, 14.3, 78.6) 0.4 (0, 0, 100) 0.75* undef* “Is creepy to me” 
Positive feelings 2.4 (100, 0, 0) 0.4 (33.3, 0, 66.7) 0.82 0.66* “To make me feel safer”, “It would calm me down when I am 

outside” 
(Not) mandatory 0.4 (33.3, 33.3, 33.3) 0.2 (100, 0, 0) undef* 1 “My company requested it” 
Trust (positive) [3, 42] 0.7 (100, 0, 0) 0.1 (100, 0, 0) 1 undef* “Sounds credible and developers are known” 

C9: Security [3, 65] 1.6 (8.3, 58.3, 33.3) 0.6 (0, 0, 100) 
Security negative 1.5 (0, 63.6, 36.4) 0.6 (0.0, 0.0, 100.0) <0.5* 1 “The security is questionable”, “Cybercrime” 
Security positive 0.1 (100, 0, 0) - undef* - “I consider it secure.” 

C10: Unhelpful 19.8 (56.5, 33.3, 10.2) 15.9 (54.1, 3.0, 42.9) 
Safety/Security 3.4 (96, 4, 0) 4.8 (87.5, 2.5, 10) 0.68* 0.78* “Safety”/“Security” (Same word in German) 
Generic positive 4.2 (100, 0, 0) 3.7 (83.9, 0, 16.1) 0.87 0.83 “I am convinced of the concept of the app”, “ I like it so much” 
No answer 2.8 (38.1, 47.6, 14.3) 2.3 (15.8, 10.5, 73.7) <0.5* 0.75* “My opinion”, “No statement” 
Unclear 3.5 (50, 30.8, 19.2) 2.3 (42.1, 0, 57.9) <0.5* 0.54* “The panic of my partner”, “Information” 
Don’t know 4.3 (18.8, 75, 6.2) 1.9 (0, 6.2, 93.8) 0.54* 0.75* “Undecided”, “Not thought about it yet” 
Uncertain/Insecure 0.9 (14.3, 85.7, 0) 0.8 (0, 0, 100) <0.5* 1 “Uncertain”/“Insecure” (Same word in German) 
Generic negative 0.7 (0, 0, 100) 0.1 (0, 0, 100) <0.5* 0.5* “I do not like it”, “Antipathy” 

Table 2: Full coding table of reasons for the installation status. Codes are sorted by number of appearances. Numbers for 
high-level code are the sums of sub codes, if any exist. If ICR (Inter-coder reliability, Krippendorf’s alpha) was less than 0.8, 
it is marked with “*”. There were codes not occuring in the subset of documents used to calculate the ICR. These codes are 
marked with “undef” and also “*” All documents containing one of those codes, marked with “*”, were discussed among the 
authors. The references mark related work that found similar reasons. 
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Table 3: Table of occurred
 codes and

 m
arked

 attributes split by the socio-dem
ographic groups “age” and

 “education”. N
um

bers, except totals, in
 %. 

O
verall 

int 
beh 

A
ge 

Education
 

18-24 
25-34 

35-49 
50-64 

>=65 
N
ot discl. 

ISCED
 0-2 

ISCED
 3-4 

ISCED
 5-8 

CW
A
-Study 

int 
beh 

int 
beh 

int 
beh 

int 
beh 

int 
beh 

int 
beh 

int 
beh 

int 
beh 

int 
beh 

Total 
744 

837 
180 

87 
106 

140 
178 

212 
199 

228 
81 

170 
17 

9 
51 

58 
373 

491 
303 

279 
Installed (Intention vs. Behavior) 

50.1 
42.8 

45.0 
42.5 

40.6 
37.9 

50.6 
47.2 

51.3 
38.2 

69.1 
47.1 

35.3 
33.3 

37.3 
31.0 

46.4 
38.5 

57.4 
52.7 

Code 

C1: Pandem
ic control and health 

33.6 
34.9 

26.1 
40.2 

20.8 
32.1 

36.5 
35.8 

36.7 
28.5 

53.1 
41.2 

23.5 
22.2 

21.6 
25.9 

30.8 
31.8 

39.6 
42.3 

C2: Technical 
2.8 

12.2 
3.3 

12.6 
0.9 

7.9 
1.7 

8.0 
4.0 

11.4 
3.7 

21.8 
5.9 

22.2 
-

3.4 
2.4 

13.4 
3.6 

11.5 
C3: U

nnecessary 
6.2 

11.8 
10.0 

10.3 
5.7 

13.6 
3.9 

11.8 
6.5 

11.8 
2.5 

10.6 
17.6 

11.1 
3.9 

15.5 
8.0 

12.0 
3.6 

10.4 
C4: D

oes it w
ork 

3.9 
8.9 

5.0 
4.6 

0.9 
12.9 

4.5 
8.5 

3.0 
10.5 

6.2 
5.9 

5.9 
-

3.9 
10.3 

4.8 
8.8 

2.6 
9.0 

C5: D
istrust/A

buse 
13.3 

8.6 
11.7 

9.2 
17.9 

9.3 
11.8 

7.5 
15.6 

11.0 
8.6 

5.9 
11.8 

11.1 
13.7 

13.8 
13.7 

9.6 
12.9 

5.7 
C6: O

ther 
6.1 

8.8 
7.2 

14.9 
9.4 

7.9 
6.7 

10.8 
4.5 

7.9 
1.2 

4.7 
11.8 

11.1 
7.8 

15.5 
6.7 

9.0 
4.6 

6.8 
C7: Privacy 

14.6 
5.5 

15.6 
5.7 

23.6 
7.1 

15.2 
6.1 

13.1 
6.6 

2.5 
1.8 

5.9 
22.2 

13.7 
12.1 

15.8 
5.3 

13.5 
3.9 

C8: Psychological/Societal 
5.4 

1.1 
7.2 

-
3.8 

2.1 
4.5 

0.9 
5.5 

0.9 
4.9 

1.2 
5.9 

-
7.8 

1.7 
5.9 

1.0 
4.3 

1.1 
C9: Security 

1.6 
0.6 

2.8 
-

1.9 
0.7 

1.1 
0.9 

1.5 
0.9 

-
-

-
-

3.9 
-

1.6 
0.8 

1.3 
0.4 

C10: U
nhelpful 

19.7 
15.6 

22.8 
6.9 

25.5 
16.4 

19.1 
18.4 

14.1 
18.9 

21.0 
12.9 

29.4 
22.2 

27.5 
12.1 

19.0 
16.7 

18.8 
15.1 

Total 
657 

826 
148 

85 
88 

140 
160 

210 
184 

224 
77 

167 
14 

9 
38 

54 
327 

485 
278 

278 

Attributes 

C
orrect attributes 
AT1: USES BLUETOOTH 

43.7 
65.4 

38.5 
63.5 

28.4 
62.1 

49.4 
68.6 

47.8 
66.1 

48.1 
64.1 

42.9 
55.6 

28.9 
63.0 

41.0 
62.9 

48.6 
70.5 

AT2: DETECTS NEARBY USERS 
52.5 

53.5 
51.4 

56.5 
50.0 

50.0 
47.5 

56.7 
57.6 

54.9 
55.8 

48.5 
42.9 

55.6 
39.5 

46.3 
51.7 

51.8 
55.8 

57.6 
AT3: SHARES TEMPORARY IDS 

29.8 
27.0 

39.9 
36.5 

37.5 
35.0 

30.0 
29.0 

23.9 
25.0 

15.6 
15.0 

28.6 
22.2 

26.3 
25.9 

32.4 
25.6 

27.3 
29.5 

AT4: INFORMS ME IF CONTACT INFECTED 
73.7 

70.5 
80.4 

84.7 
75.0 

79.3 
68.1 

74.3 
75.5 

63.4 
66.2 

60.5 
42.9 

77.8 
57.9 

59.3 
74.9 

70.3 
75.9 

72.7 
AT5: INFORMS MY CONTACTS 

70.5 
78.0 

70.3 
82.4 

64.8 
82.1 

66.9 
78.6 

73.4 
72.3 

77.9 
79.0 

50.0 
77.8 

55.3 
72.2 

72.2 
77.3 

71.6 
80.2 

AT6: DATA TRANSMISSION ONLY AFTER CONFIRMATION 
44.4 

37.8 
60.1 

56.5 
54.5 

44.3 
38.8 

32.4 
36.4 

35.7 
33.8 

32.3 
42.9 

44.4 
42.1 

38.9 
45.6 

37.5 
43.5 

37.8 
Incorrect attributes 
A
F1: CAN DONATE HEALTH DATA 

35.0 
22.1 

41.2 
32.9 

36.4 
26.4 

33.8 
24.3 

33.7 
17.9 

26.0 
15.6 

57.1 
22.2 

28.9 
35.2 

36.1 
22.9 

33.1 
18.0 

A
F2: GOVERNMENT CAN TRACK ME 

27.2 
11.5 

33.8 
15.3 

36.4 
10.7 

25.6 
10.0 

19.0 
13.4 

27.3 
9.6 

28.6 
-

44.7 
25.9 

26.9 
11.1 

25.2 
9.7 

A
F3: GOVERNMENT SEES DISTANCE VIOLATION 

20.6 
7.2 

21.6 
9.4 

23.9 
6.4 

23.1 
6.2 

16.8 
8.5 

19.5 
6.6 

7.1 
-

26.3 
13.0 

20.5 
7.4 

20.9 
6.1 

A
F4: MANDATORY USAGE 

7.2 
0.9 

11.5 
1.2 

13.6 
0.7 

7.5 
1.9 

2.2 
-

2.6 
0.6 

14.3 
11.1 

13.2 
-

7.6 
0.4 

5.4 
1.4 

A
F5: SHARE PHONE CONTACTS WITH GOVERNMENT 

15.7 
6.1 

22.3 
9.4 

20.5 
3.6 

15.0 
5.7 

12.0 
5.8 

9.1 
7.2 

35.7 
11.1 

26.3 
14.8 

16.5 
4.7 

12.6 
6.5 

A
F6: SHOWS NEGATIVE INFECTION STATE 

32.1 
31.2 

39.2 
34.1 

28.4 
31.4 

27.5 
29.0 

31.5 
31.2 

33.8 
31.7 

50.0 
33.3 

31.6 
40.7 

32.4 
32.6 

30.9 
26.6 

A
F7: SHARES FITNESS DATA 

5.8 
1.3 

4.7 
3.5 

10.2 
-

6.2 
2.9 

4.9 
0.4 

3.9 
0.6 

21.4 
-

10.5 
-

4.0 
1.2 

6.5 
1.8 

A
F8: SHARES MOTION PROFILE 

41.8 
24.1 

47.3 
23.5 

47.7 
22.9 

40.0 
21.9 

38.6 
26.3 

36.4 
25.7 

42.9 
11.1 

47.4 
31.5 

42.5 
24.7 

40.3 
22.3 

NONE (GENERAL) 
0.3 

0.5 
0.7 

-
-

-
-

1.0 
0.5 

0.4 
-

0.6 
-

-
-

-
0.3 

0.4 
0.4 

0.7 
A
F9: GOVERNMENT SEES OTHERS’ QUARANTINE VIOLATION 

34.4 
9.2 

43.2 
14.1 

47.7 
7.1 

36.2 
6.7 

25.5 
14.3 

20.8 
4.8 

35.7 
11.1 

50.0 
18.5 

34.6 
8.2 

32.4 
9.0 

A
F10: INFORMS IF INFECTED NEARBY 

57.6 
55.7 

62.8 
60.0 

58.0 
50.7 

51.9 
46.2 

57.1 
58.9 

59.7 
64.7 

57.1 
55.6 

57.9 
66.7 

59.9 
57.3 

54.7 
50.4 

NONE (OTHER) 
1.7 

2.4 
2.7 

-
2.3 

2.9 
1.9 

0.5 
1.1 

3.6 
-

4.2 
7.1 

-
2.6 

3.7 
1.8 

2.3 
1.1 

2.5 
A
F11: SHARES DATA CONTINUOUSLY 

35.1 
21.0 

42.6 
18.8 

43.2 
19.3 

36.2 
21.0 

30.4 
20.5 

22.1 
24.0 

28.6 
33.3 

42.1 
24.1 

36.7 
22.1 

33.1 
18.0 

A
F12: GOVERNMENT SEES MY QUARANTINE VIOLATION 

35.7 
9.5 

48.0 
16.5 

44.3 
6.4 

38.1 
9.0 

25.5 
11.6 

22.1 
6.0 

42.9 
-

47.4 
18.5 

35.8 
8.7 

33.8 
9.4 

NONE (SELF) 
2.3 

2.6 
0.7 

-
1.1 

3.6 
2.5 

1.4 
4.3 

4.0 
1.3 

2.4 
-

-
2.6 

3.7 
1.5 

2.5 
3.2 

2.5 
N
o truth

 value assignable
A
N
1: RESTRICTS BASIC RIGHTS 

20.0 
6.4 

24.3 
8.2 

21.6 
7.9 

21.2 
6.2 

18.5 
7.1 

11.7 
3.6 

14.3 
-

34.2 
11.1 

19.9 
6.8 

18.7 
5.0 

A
N
2: HELPS WITH TESTING DECISION 

41.4 
28.6 

52.7 
43.5 

37.5 
27.9 

33.1 
27.1 

39.1 
25.4 

46.8 
28.1 

42.9 
22.2 

34.2 
22.2 

41.0 
29.3 

42.8 
29.1 

A
N
3:FIGHTS DISEASE SPREAD 

69.9 
77.4 

67.6 
77.6 

58.0 
78.6 

68.1 
78.1 

73.4 
72.3 

83.1 
82.0 

57.1 
66.7 

52.6 
70.4 

70.6 
76.1 

71.9 
81.3 

A
N
4: USES LOCATION SERVICES 

54.7 
35.6 

64.2 
47.1 

62.5 
40.0 

53.1 
34.8 

45.1 
35.3 

53.2 
28.1 

57.1 
11.1 

60.5 
46.3 

54.7 
34.0 

53.6 
37.4 

A
N
5: THREATS PRIVACY 

27.4 
11.4 

36.5 
11.8 

35.2 
15.7 

26.2 
10.0 

23.9 
13.4 

11.7 
6.6 

50.0 
11.1 

42.1 
18.5 

29.4 
10.9 

21.9 
10.8 

A
N
6: DON’T KNOW (GENERAL) 

4.3 
2.2 

4.1 
2.4 

3.4 
2.1 

5.6 
2.4 

4.3 
3.1 

2.6 
0.6 

14.3 
11.1 

7.9 
5.6 

3.7 
2.1 

4.0 
1.4 

A
N
7: DON’T KNOW (OTHER) 

6.0 
3.6 

4.7 
3.5 

4.5 
2.1 

7.5 
3.3 

6.0 
6.7 

6.5 
1.2 

14.3 
22.2 

10.5 
9.3 

6.4 
3.7 

4.3 
1.8 

A
N
8: DON’T KNOW (SELF) 

9.8 
7.4 

8.1 
5.9 

4.5 
6.4 

13.8 
9.0 

8.7 
8.9 

13.0 
5.4 

35.7 
22.2 

13.2 
13.0 

10.1 
7.8 

7.6 
5.4 

Basic Know
ledge Score 

10.8 
13.6 

14.3 
17.9 

8.0 
18.1 

14.4 
18.1 

12.5 
12.9 

7.9 
4.2 

7.1 
11.1 

8.1 
15.1 

12.2 
11.8 

13.0 
17.3 
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Table 4: Table of occurred
 codes and

 m
arked

 attributes split by the socio-dem
ographic groups “gender” and

 “incom
e”. N

um
bers, except totals, in

 %. 
Basic Know

ledge Score 

Attributes 

C
orrect attributes 
AT1: USES BLUETOOTH 
AT2: DETECTS NEARBY USERS 
AT3: SHARES TEMPORARY IDS 
AT4: INFORMS ME IF CONTACT INFECTED 
AT5: INFORMS MY CONTACTS 
AT6: DATA TRANSMISSION ONLY AFTER CONFIRMATION

Incorrect attributes 
A
F1: CAN DONATE HEALTH DATA 

A
F2: GOVERNMENT CAN TRACK ME 

A
F3: GOVERNMENT SEES DISTANCE VIOLATION 

A
F4: MANDATORY USAGE 

A
F5: SHARE PHONE CONTACTS WITH GOVERNMENT

A
F6: SHOWS NEGATIVE INFECTION STATE 

A
F7: SHARES FITNESS DATA 

A
F8: SHARES MOTION PROFILE 

NONE (GENERAL) 
A
F9: GOVERNMENT SEES OTHERS’ QUARANTINE VIOLATION 

A
F10: INFORMS IF INFECTED NEARBY 

NONE (OTHER) 
A
F11: SHARES DATA CONTINUOUSLY

A
F12: GOVERNMENT SEES MY QUARANTINE VIOLATION 

NONE (SELF)
N
o truth

 value assignable
A
N
1: RESTRICTS BASIC RIGHTS 

A
N
2: HELPS WITH TESTING DECISION 

A
N
3: FIGHTS DISEASE SPREAD 

A
N
4: USES LOCATION SERVICES 

A
N
5: THREATS PRIVACY 

A
N
6: DON’T KNOW (GENERAL) 

A
N
7: DON’T KNOW (OTHER) 

A
N
8: DON’T KNOW (SELF) 

Total 

Code 

C1: Pandem
ic control and health 

C2: Technical 
C3: U

nnecessary 
C4: D

oes it w
ork 

C5: D
istrust/A

buse 
C6: O

ther 
C7: Privacy 
C8: Psychological/Societal 
C9: Security 
C10: U

nhelpful 

Installed (Intention vs. Behavior) 
Total 
CW

A
-Study 

12.3 
11.3 

12.3 
16.7 

37.0 
58.1 

51.7 
73.8 

51.0 
50.4 

54.8 
56.6 

29.0 
23.3 

31.0 
31.0 

74.9 
71.1 

72.1 
69.6 

72.1 
80.0 

68.7 
75.4 

50.7 
40.4 

36.7 
34.4 

36.2 
25.1 

33.7 
18.3 

28.7 
13.2 

25.9 
9.3 

21.4 
7.8 

20.1 
6.3 

6.7 
0.4 

7.8 
1.3 

17.3 
6.7 

14.3 
5.3 

31.2 
32.1 

33.3 
29.6 

5.3 
1.3 

6.5 
1.3 

40.9 
24.2 

42.5 
23.8 

-
0.7 

0.7 
0.3 

36.5 
10.3 

31.6 
7.9 

61.0 
57.2 

53.4 
53.7 

0.8 
1.8 

2.7 
3.2 

37.0 
19.7 

33.3 
22.5 

39.3 
10.5 

31.3 
8.2 

1.1 
2.0 

3.7 
3.2 

19.8 
6.5 

19.7 
6.3 

41.5 
25.6 

41.5 
32.3 

68.0 
78.9 

72.4 
75.4 

56.3 
37.0 

52.7 
33.9 

28.7 
11.7 

25.9 
11.1 

5.6 
2.5 

2.7 
1.9 

6.4 
4.3 

5.4 
2.9 

7.2 
7.4 

12.2 
7.7 

359 
446 

294 
378 

30.0 
30.9 

38.8 
39.0 

2.9 
13.5 

2.8 
10.7 

6.5 
13.7 

5.9 
9.4 

4.6 
9.7 

3.1 
7.9 

13.5 
8.8 

12.1 
8.4 

6.2 
7.9 

5.6 
9.7 

15.4 
5.3 

13.7 
5.8 

6.5 
1.8 

3.7 
0.3 

1.4 
0.4 

1.9 
0.8 

20.2 
17.7 

19.6 
13.9 

47.1 
36.6 

54.7 
49.5 

416 
453 

322 
382 

G
ender 

Fem
ale 

M
ale 

int 
beh 

int 
beh 

11.4 
10.3 

14.4 
8.8 

10.6 
8.1 

12.2 
17.7 

11.9 
12.0 

7.1 
16.0 

23.3 
18.9 

45.1 
56.7 

48.2 
61.8 

36.5 
50.0 

43.9 
68.3 

41.3 
68.6 

36.7 
70.4 

62.8 
62.2 

57.7 
60.0 

52.7 
50.7 

45.9 
33.9 

56.1 
55.9 

54.1 
49.7 

42.9 
59.2 

62.8 
60.8 

36.6 
30.0 

37.5 
24.3 

27.1 
22.6 

27.3 
28.5 

26.6 
23.7 

23.5 
27.2 

34.9 
36.5 

71.8 
63.3 

72.3 
59.6 

65.9 
69.4 

74.1 
73.1 

72.5 
69.8 

77.6 
71.6 

88.4 
86.5 

70.4 
70.0 

73.2 
71.3 

62.4 
71.0 

70.5 
80.6 

68.8 
78.1 

70.4 
83.4 

83.7 
79.7 

47.9 
23.3 

44.6 
36.0 

44.7 
41.9 

46.8 
38.7 

37.6 
36.1 

42.9 
40.2 

51.2 
39.2 

42.3 
13.3 

25.0 
25.0 

29.4 
24.2 

39.6 
24.7 

33.9 
24.9 

35.7 
18.9 

44.2 
12.2 

32.4 
10.0 

35.7 
15.4 

25.9 
14.5 

33.1 
11.8 

20.2 
14.2 

23.5 
6.5 

7.0 
6.8 

22.5 
6.7 

23.2 
11.0 

22.4 
8.1 

20.1 
8.1 

21.1 
8.9 

15.3 
3.6 

20.9 
2.7 

12.7 
-

6.2 
-

8.2 
-

6.5 
1.6 

5.5 
0.6 

7.1 
1.2 

4.7 
1.4 

21.1 
6.7 

17.9 
8.8 

15.3 
9.7 

20.9 
6.5 

12.8 
6.5 

11.2 
2.4 

4.7 
4.1 

33.8 
40.0 

31.2 
33.8 

37.6 
45.2 

36.0 
31.7 

33.0 
24.3 

23.5 
29.0 

25.6 
29.7 

5.6 
3.3 

6.2 
0.7 

8.2 
1.6 

10.1 
1.6 

2.8 
1.8 

2.0 
0.6 

2.3 
1.4 

49.3 
20.0 

40.2 
27.9 

37.6 
29.0 

46.8 
29.6 

40.4 
20.7 

39.8 
18.9 

34.9 
21.6 

-
-

-
-

-
-

-
1.1 

0.9 
-

1.0 
0.6 

-
1.4 

38.0 
10.0 

38.4 
14.0 

40.0 
11.3 

38.1 
12.9 

28.4 
5.3 

29.6 
5.3 

23.3 
6.8 

47.9 
46.7 

64.3 
61.0 

57.6 
64.5 

60.4 
59.1 

62.4 
54.4 

50.0 
52.1 

51.2 
43.2 

1.4 
6.7 

1.8 
3.7 

1.2 
3.2 

1.4 
2.2 

0.9 
1.8 

4.1 
2.4 

-
-

40.8 
16.7 

35.7 
24.3 

32.9 
24.2 

35.3 
26.9 

37.6 
17.8 

33.7 
17.8 

27.9 
13.5 

43.7 
10.0 

37.5 
11.8 

38.8 
11.3 

41.7 
10.8 

32.1 
8.9 

27.6 
5.9 

20.9 
9.5 

1.4 
-

1.8 
2.9 

2.4 
6.5 

3.6 
2.2 

0.9 
3.0 

4.1 
1.2 

-
2.7 

29.6 
6.7 

24.1 
7.4 

16.5 
9.7 

20.1 
8.6 

15.6 
5.9 

20.4 
3.6 

11.6 
4.1 

39.4 
16.7 

47.3 
31.6 

45.9 
29.0 

40.3 
31.2 

35.8 
23.1 

40.8 
31.4 

39.5 
28.4 

63.4 
63.3 

65.2 
76.5 

71.8 
77.4 

69.1 
75.8 

78.0 
72.8 

65.3 
84.6 

81.4 
82.4 

62.0 
40.0 

53.6 
30.9 

58.8 
41.9 

55.4 
37.1 

54.1 
37.9 

45.9 
32.5 

55.8 
36.5 

43.7 
6.7 

29.5 
9.6 

25.9 
9.7 

24.5 
13.4 

24.8 
12.4 

26.5 
10.1 

16.3 
13.5 

7.0 
6.7 

4.5 
2.9 

4.7 
1.6 

4.3 
2.2 

2.8 
3.0 

4.1 
0.6 

2.3 
1.4 

9.9 
6.7 

7.1 
6.6 

8.2 
1.6 

6.5 
3.2 

2.8 
4.7 

5.1 
1.8 

-
1.4 

15.5 
16.7 

12.5 
11.8 

12.9 
9.7 

7.2 
5.4 

9.2 
7.7 

7.1 
5.3 

2.3 
4.1 

71 
30 

112 
136 

85 
62 

139 
186 

109 
169 

98 
169 

43 
74 

25.3 
34.4 

26.5 
26.4 

28.0 
30.2 

35.5 
33.2 

40.3 
32.9 

36.5 
43.3 

50.0 
43.2 

1.3 
12.5 

5.1 
15.7 

3.0 
14.3 

3.2 
13.9 

2.4 
10.0 

-
9.9 

4.3 
9.5 

6.3 
9.4 

8.1 
16.4 

4.0 
11.1 

7.1 
13.4 

7.3 
5.9 

3.8 
10.5 

4.3 
16.2 

3.8 
15.6 

5.1 
7.9 

2.0 
6.3 

3.9 
9.1 

4.8 
8.8 

3.8 
8.8 

2.2 
9.5 

20.3 
6.2 

14.7 
10.0 

11.0 
15.9 

12.3 
10.2 

11.3 
7.1 

14.4 
7.0 

8.7 
4.1 

7.6 
3.1 

6.6 
9.3 

4.0 
7.9 

7.1 
10.2 

4.0 
10.0 

7.7 
8.8 

4.3 
4.1 

12.7 
6.2 

15.4 
4.3 

14.0 
3.2 

14.2 
6.4 

18.5 
8.8 

12.5 
3.5 

10.9 
4.1 

7.6 
-

4.4 
0.7 

6.0 
-

5.8 
1.6 

5.6 
2.4 

5.8 
-

-
1.4 

-
-

2.2 
0.7 

1.0 
-

0.6 
0.5 

2.4 
0.6 

2.9 
0.6 

2.2 
1.4 

22.8 
15.6 

20.6 
16.4 

30.0 
17.5 

17.4 
12.8 

14.5 
21.2 

17.3 
14.0 

17.4 
13.5 

41.8 
34.4 

41.2 
30.0 

51.0 
36.5 

52.3 
39.0 

54.0 
46.5 

50.0 
52.0 

69.6 
54.1 

79 
32 

136 
140 

100 
63 

155 
187 

124 
170 

104 
171 

46 
74 

Incom
e 

N
ot discl. 

<1300€ 
1300-1700€ 

1700-2600€ 
2600-3600€ 

3600-5000€ 
>5000€ 

int 
beh 

int 
beh 

int 
beh 

int 
beh 

int 
beh 

int 
beh 

int 
beh 


	Abstract
	1 Introduction
	2 Context and Related Works
	2.1 Background: Corona-Warn-App
	2.2 Knowledge Before and After the Apps' release
	2.3 Intention-Behavior Gap

	3 Methodology
	3.1 Survey Content
	3.2 Recruitment
	3.3 Data Quality
	3.4 Analysis
	3.5 Ethics
	3.6 Limitations

	4 Results
	4.1 Demographics
	4.2 Knowledge And Beliefs
	4.3 Reported Intention vs. Action

	5 Discussion
	5.1 Privacy and Ideological Reasoning
	5.2 Reasons To Install Or Not: Perfect Is The Enemy Of Good
	5.3 Lost Once, Lost Forever?
	5.4 Lesson Learned from Replicating an Intention Study

	6 Conclusion
	Acknowledgments
	References



