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ABSTRACT
In 2021, smartphones are ubiquitous and offer numerous possi-
bilities. Previous work found that the interaction of people with
smartphones is influenced by the perception of the devices’ security
and privacy. Therefore, it is important to learn about the relations
of behavior and perception, to better understand challenges and
design systems accordingly. In 2012, a study conducted in the US
found differences in how participants perceive their devices’ (laptop
vs. smartphone) security and privacy. At the time, smartphones
were still relatively new, and the participants had significantly less
trust in their smartphones compared to laptops. Since then, smart-
phones and computers have improved a lot in soft- and hardware,
and people are now much more familiar with smartphones in gen-
eral. To understand the current state and the development of device
perception, we repeated the original study in Germany, with mi-
nor adaptions, as online interviews with 30 participants. While the
US study suggested security concerns limit smartphone usage, we
did not find significant differences that would restrict the use of
smartphones today. However, there are still comparatively great
concerns about privacy on smartphones.

CCS CONCEPTS
• Security and privacy→ Human and societal aspects of security
and privacy; •Human-centered computing→ Human computer
interaction (HCI).
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1 INTRODUCTION
With the first iPhone release in 2007, the smartphone market was
relatively young when in 2012, Chin et al. [16] conducted a study
to examine users’ security and privacy perceptions on smartphones
and laptops. In the following years until today, the use of smart-
phones has increased massively. In the United States of America,
39% of the adult population owned a smartphone in 2012, compared
to 81% in 2019 [24]. Furthermore, in 2019 time spent on mobile
devices passed watching TV for the first time in the U.S.A., with an
average of over three and a half hours per day. Most of it, namely
70% or around three hours, is spent on smartphones [18]. This
means that far more people own a smartphone and use it more
frequently. With this growth, new technological possibilities arise.
Online banking, 2Fa, using map applications or messengers is ubiq-
uitous. Currently, there are many discussions about bringing more
sensitive data to devices like smartphones, i.e., medical files. We
were therefore interested in whether and how the situation of trust
in those devices changed in the last 9 years. For this, we ran a study
close to the one by Chin et al. [16] in 2012. We conducted 30 online1
interviews with persons residing in Germany. The structure and
content were based heavily on a study by Chin et al. [16], with
us testing the willingness to perform certain tasks, security and
privacy perception, asking for worries and fears, and installation
behavior of the participants.

We can report no statistically significant differences in the will-
ingness to perform security and privacy-related tasks on laptops
versus smartphones, and while there are still slightly more con-
cerns on smartphones, it should not be enough to impede general
smartphone usage in contrast to laptop usage. Although our results
indicate a positive development in smartphone perception, some
circumstances make it hard to compare the studies directly. The pre-
sented study was carried out in a different country, with a smaller,
and in particular, younger group of participants compared to the
original. Therefore, the results should only be taken as indicative
of the situation.

1This was not initially planned but necessary due to the global COVID-19 pandemic.
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The rest of the paper is structured as follows: First, we shortly
discuss the related work and literature relevant to this study. Then
we explain our methodology, including the differences to the origi-
nal study. Afterward, we present our results in two parts, focusing
first on privacy and security perception and then application in-
stallation. At last, we discuss our results, their legitimacy, and their
importance.

2 RELATEDWORK
In the following, we give an overview of the findings of the study we
used as a template by Chin et al. [16], related literature done since
then, and an overview of the relevant technological improvements
since 2012.

2.1 Security and Privacy Perceptions
In 2012, Chin et al. [16] interviewed 60 participants about their
laptop and smartphone habits regarding security and privacy. The
aim was to (1) uncover if participants use their smartphones less
because of security concerns and (2) gain information about their
installation habits, especially about the trustworthiness of an appli-
cation. The authors found that users are less likely to do security
and privacy-critical tasks on their smartphones than on laptops
for many reasons. This includes fear of theft and loss of data, a
false understanding of network communication, problems with the
user interface (UI), and no trust in new and unknown smartphone
applications. Therefore the authors propose several ways to remedy
this problem: user education, new security indicators, UI usabil-
ity improvements, better backup options, and better remote lock
services.

The following paragraphs compare their findings concerning
security and privacy perceptions to research done since then.

Security Perceptions. Chin et al. [16] found many participants
who switched from their smartphone to a computer while per-
forming a task they deem privacy or security important, indicating
security concerns on smartphones. Newer research confirms this
finding. Analyzing a large European online retailer in 2018, Haan et
al. [17] found a positive correlation of users switching devices from
smartphone to computer, when products cost more and costumers
have less experience with the platform. In 2019, Liu et al. [22] ob-
served a lower perceived financial risk and higher spending, if
customers use an application instead of the mobile website on their
smartphone and a case study with data from 629 users by McGill
et al. in 2017 [23] identified that users believe it to be harder to
secure their smartphone to the same safety level a computer has.
As a result, they make even less effort to secure them. The authors
additionally examined user behavior on smartphones and comput-
ers, resulting in a similar finding as Chin et al. in 2012 [16]: online
banking and shopping are performed more often on a computer.
However, they did not differentiate between security and usability
reasons, as participants merely reported the devices they perform
these actions on.

The original study by Chin et al. [16] shows, that there are
differences in perception users show in regards to the Operating
System (OS). This was confirmed by other research. For example,
in 2014, Reinfelder et al. [26] dealt with the differences in security
and privacy awareness of Android and iOS users, finding Android

users to mention more risks. Research by Ünal et al. in 2015 [31]
investigated mobile commerce on Android and iOS and saw a more
positive attitude towards it by iOS users.

There are several factors users consider when installing an appli-
cation. Chin et al. [16] found that user reviews, recommendations
from friends, and popularity are some of the strongest by which
users decide. In contrast, the app developer and the related brand
loyalty were not reported as important by the participants. Re-
search published in 2017 [20] has similar findings but also gives
permissions, a concept that changed over the years, before installa-
tion more weight and importance. Furthermore, there seems to be
strong enough trust in the popular app markets, to mostly disregard
security concerns in 2018 [15].

Privacy Issues. Privacy was something participants were signifi-
cantly more concerned about on smartphones than laptops in 2012
[16]. Research by Gu et al. from 2017 [20] found Android users have
privacy concerns if apps need permissions they consider sensitive.
However, this is alleviated by the app’s popularity or a good justifi-
cation for why the permissions are needed. An analysis of installed
apps by Furuni et al. in 2020 [19] shows the concerns participants
have are justified, with many of the applications misusing permis-
sions and data they do not need for their primary task. Furthermore,
research by Balapour et al. from 2020 [11] found privacy perception
of apps influences their security perception. While much of this
could indicate people would more carefully consider which app to
use or install, the actual behaviour often contradicts users’ privacy
concerns, as was observed by Barth et al. in 2019 [12]. The authors
found that other aspects, such as cost or functionality of the apps,
are often weighted higher than privacy concerns.

2.2 Technological Development
Many of the recommendations by Chin et al., such as better backup-
or remote lock options, usability improvements to interfaces, and
user education, have been worked on over the years. There have
been major changes in the design and usability of backups (Google
Drive in 2012, Apple iCloud in 2011) [4, 5] and unlocking (e.g.,
introduction of TouchID in 2013 and FaceID in 2017) [6, 7, 13]. User
Education is something that takes time and social penetration of
the respective technologies is seen as desirable by many countries
and institutions, leading to initiatives for improving technological
literacy and digital competence. An example is the in 2017 published
European Digital Competence Framework [14], setting standards
for education and skill assessment in Europe. We expect that users
today are better educated about technological and digital aspects
than in 2012. The fear of missing important information or clicking
the wrong button is something mentioned by participants in the
original study [16]. There is much research and improvement in
user interfaces (UI) and usability made in the last decade [8, 25, 28].
Today’s bigger screen size are better for usability in regards to
response rate and Fitts’ Law values [30]. Besides, the permission
systems for installed apps on iOS and Android got reworked over
time, and now both are viewed more positively compared to the
old system [27].
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3 METHODOLOGY
To be as close as possible to Chin et al. [16], we contacted the
authors. Thankfully they shared the study material with us, i.e.,
their complete interview guide. Sharing the original data set was
not possible. We used the study design and adapted them to our
specific situation. For example, we conducted the study in Germany,
while the original study was run in the US. Initially, we planned
on recruiting within the US, but due to high transaction fees and
limited resources, this would have halved our sample size. We trans-
lated the questions to German as close as possible to the original
meaning. Instead of inviting participants to our lab, we interviewed
them online to comply with COVID-19 regulations. Contents-wise,
some changes to the interviews were needed to be up-to-date (e.g.,
application examples) and to accommodate the online interviews.
Section 3.1 explains the different parts of the study and shows our
adoptions to the original study in detail. An overview of all changes
can be seen in Appendix C in Table 3.

3.1 Surveys and Interview
Chin et al. [16] conducted structured interviews consisting of ac-
tivities like filling out surveys and sorting note cards for which
participants had to bring their laptop and smartphone. To carry out
all activities comparable to the study from 2012, the interview itself
was held and recorded over Zoom (duration of 45-90min), and all
activities had to be solved using an online survey. Like in 2012, it
was ensured that the participants had the laptop and smartphone
available they specified at the time of recruitment.

The survey was divided into several parts in accordance with
the paper surveys handed out by Chin et al. [16]. The interview
(with intermediary surveys) can be found in Appendix B. In the
following, we will give details about the different parts and the
changes we made, all of which can be seen summarized in Table 3.

Demographic and Definition: We asked participants for their age,
gender, their education, household income, and technological savvi-
ness. Furthermore, we defined what an “application” is and gave
several examples about the difference of the meaning in contrast to
a website.

Laptop - Usage. The first survey concerned the participants’ gen-
eral laptop usage. We asked to verify the OS the participants use to
ensure it is the same they mentioned in the recruitment. Several
more questions followed concerning for example, the time-frame
of ownership, other devices, and their uses cases, sharing habits
regarding their laptops or types of installed applications.

Laptop - Installation Factors. In the next part, the participants
were asked to do a card sorting activity about the importance of
several factors in the choosing process of a laptop application. The
order of the factors was randomized by the survey software. Using
a drag and drop system, they were supposed to sort several instal-
lation factors (e.g., price, popularity, user reviews, and ratings, etc.).
The original study added the “permission” card only to the Android
part of the card sorting activity. This made sense as in 2012, the
other OS did not support a user permission system. Today, all OS
encountered in this study have some sort of permission system in
place. We, therefore, included the “permission” card in each sorting
activity.

The goal for the participant was to sort them into three categories:
what they always consider, sometimes consider, and never or rarely
consider. Factors in the first two were to be sorted by importance
in their own category.
In contrast to the original study, no pictures were included on the
cards anymore. This was decided because the original cards had no
overall design structure as some cards had pictures and some only
words. We found that including pictures in the online card sorting
would make the activity clunky and confusing.

Laptop - Installed Applications. We helped and explained how
to navigate to a list of installed applications on the participants’
laptops. We asked them to count all applications the interviewees
installed themselves, skipping any pre-installed ones. Then we
asked them to sort the list by installation date and requested them
to take the first seven applications on their list and answer several
questions for each of them (about the cost, where they heard about
the app, etc.). This was a timed section (10min) in the original,
resulting in an average of 7 applications. Considering this and
removing variance, we chose to ask for a fixed number of 7 apps.

Asking the participants to count all their installed applications
was moved from the original study’s Laptop Usage to this part to
improve the interview flow.

Smartphone Parts. The previous three laptop parts were repeated
with questions about the participants’ smartphones.We only changed
the order used in the Installed Applications part when sorting in-
stalled apps. In the original study, the sorting was alphabetically for
Android and in the order on the home screen for iOS users. Since
there is still no possibility to sort the applications equally for all
operating systems, we decided to use the same approach.

Structured Interview. The last part was a structured interview
we held to determine which tasks users had or would perform on
which device. There were four questions for each task:

• If they ever did the task on a laptop website?
• If they ever did the task on a laptop app?
• If they ever did the task on a smartphone website?
• If they ever did the task on a smartphone app?

If the participant denied doing so, we asked if they would and why
(not). In contrast to the original study, if participants had never
performed a task (neither over a website or an app), we asked if
they, in general, would. In contrast, the original study asked if
they would install an application for it. The tasks were entering
their SSN, shopping, managing health documents, online banking,
finance management, sharing photos, using something that can
charge money, work email and using location-aware services.

Additional changes. Additional to the previouslymentioned changes,
we had to make some general and minor changes to improve the
online interview experience and adapt it to today. For example, we
added additional questions to validate the gender, age, and device
information we got told in the recruitment and then modernized
the study. The examples used in the original study were sometimes
changed to newer and better-known alternatives. Additionally, we
added pre-made selection options to some of the questions to im-
prove the online surveys’ usability. An example is a question about
types of installed applications, where we offered a list that covered
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possible app categories ([1]) instead of leaving this as a free text
answer.

We also added additional questions that covered the demographic
of the participant (education, income, technological savviness),
asked about tablet usage, and aimed for a better differentiation
on how long the participant has had their devices.

3.2 Recruitment
We recruited participants in Germany in August 2020. Like the
original study, we used a service similar to Craigslist called eBay
Kleinanzeigen [2]. There we published the advert in the “Mini jobs”
section. Due to the online nature of the study, participants from
all over Germany could and did take part. Similar to the original
study, it was framed as a smartphone study, without hints to se-
curity and privacy. We offered 30 Euro as remuneration, and the
only requirements were to own a personal laptop and smartphone
and be 18 years or older. The translated call for participants can be
found in Appendix A.
Findings by Chin et al. [16] indicate that the mobility of a laptop is
linked to its security perception as it makes situations like bringing
the device to a cafe possible. To achieve useful data for comparison,
it was decided to only allow laptops, even though the online inter-
view would have made it possible to include stationary computers.
If interested to participate in the study we asked people to send us
their age, gender, and a list of their devices, including operating
systems and an indication of which they use primarily.

Chin et al. [16] recruited participants with four different combi-
nations of operating systems (Windows/Android, Windows/iOS,
macOS/Android, macOS/iOS) for the study. As these are still sys-
tems with a major market share, we chose to do the same. To not
tempt participants to cheat with suitable devices, we did not men-
tion OS requirements during recruiting. However, as we had too
few applicants with Apple devices, we changed the advert halfway
through the recruitment time frame and mentioned that we prefer
participants with at least one Apple device.

3.3 Data analysis
Since a large part of the structural interviews were surveys and
similar activities, we analyzed much of the data statistically. In all
but three cases, we used the same statistical test as the original
study. For statistical testing of the task willingness in Section 4.1.1,
we performed exact McNemar tests. As in the original study for
the differences in perception of security and privacy (Section 4.1.2),
we used the chi-square goodness of fit test, but in contrast to Chin
et al. [16] we reduced the degrees of freedom from 4 to 2 combin-
ing the categories “a lot more” and “a lot less” with “more” and
“less”, since we had only one participant answering “a lot less” and
none “a lot more”. The original study used a one-tailed t-test when
comparing the willingness to try out apps from unknown brands
(Section 4.2.3). This test requires normally distributed data, which
is why we decided to replace it with the Wilcoxon signed rank
test. For statistical tests, we always report the p-values. For chi-
square tests, we also note the χ2 and degrees of freedom, and for
the Wilcoxon signed rank test and Mann-Whitney test, the z value.
We use the significance level (alpha) of 0.05 for every statistical test.

To calculate the number of participants needed to show the same
effect as seen for the statistically significant results of the original
study, we re-performed the statistical tests from Chin et al. [16]
to get the effect sizes, and performed power analyses. However,
since the original study’s raw data could not be shared, this was
not possible for all mentioned tests. In Section 4, we compare our
results to data extracted from the published paper, considering the
needed number of participants.

Free text answers were coded by one researcher, using the themes
from the original study as a basis for the codebook. All mentioned
quotes were discussed by two researchers.

3.4 Demographics
Forty-six people applied for the study, of which we invited 30,
prioritizing older participants and apple users for balancing reasons.
Three participants did not show up for the study and were replaced.
Out of the 30 participants 15 used the combination of Windows
and Android. The other half used at least one Apple device. Table 1
shows the demographics of our participants.

Because of our limited recruitment period and lack of partic-
ipants we had not as much leeway in balancing our participant
pool. We had more men inquiring to participate, which leads to
us interviewing 17 men and 13 women. Like in the original study,
most participants belong to the youngest age group, and we had
trouble finding 48 years old and up. We had a younger participant
base than the original study.

Table 1: Participants’ demographics (N = 30)

Demographic Number Percent

Gender
Female 13 43%
Male 17 57%

Age
18 - 27 18 60%
28 - 37 7 23%
38 - 47 3 10%
48+ 2 7%
Laptop OS
Windows 21 70%
macOS 9 30%
Smartphone OS
Android 17 57%
iOS 13 43%

3.5 Ethics
The Research Ethics Board of our university reviewed and approved
the study. In the interviews, we followed the standard routine to
ensure no involved person would take any harm. The interview
could be paused or stopped entirely without mentioning any reason
at any time, and any question could be skipped. No person made use
of this option. In the transcription of the interviews, any identifying
information was removed.
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4 RESULTS
In this section, we present the data from the interviews, focusing
first on security and privacy perceptions and later on how/why
applications are installed. We also compare the results to findings
from Chin et al. [16]. All participants got an ID assigned consisting
of two letters for the OS combinations (WA, WI, MA, MI) and a
number. We will note the ID with every quotation.

4.1 Security and Privacy Perception
The original study examined the security and privacy perception
of users and the difference between devices. We first examine the
same three aspects as the original study: The willingness to perform
a specific task on their devices, the difference users see in their
devices’ security and privacy, and the biggest worries and fears they
have regarding their smartphones. We put the results in comparison
to the original ones and look at the influence the OS has (e.g., iOS
vs. Android).

4.1.1 Willingness to perform tasks. In 2012, Chin et al. [16] found
that the willingness to perform a task on a device was influenced
by its perceived security as well as its usability. The authors asked
the participants if they did or would perform some tasks (Entering
their SSN, online shopping, sharing photos, etc.) on their devices.
If they denied, they were asked for the reasons. Back then, the
authors found significant less participants willing to enter their
Social Security number (exact McNemar, p < 0.0001), manage
health data (exact McNemar,p = 0.0002), do online banking (χ2(1)=
9.0,p = 0.0027) and online shopping (exact McNemar, p = 0.0002)
on their smartphone in comparison to their laptop.

Since then, many improvements regarding security and usability
in smartphones have been implemented, as summarized in sub-
section 2.2. Additionally, people now had more time to get used
to smartphones and integrate them into their daily lives. We thus
believed that both areas (security perception and usability) im-
proved enough since the original study to find a difference in to-
day’s willingness to perform certain tasks. To test this, we asked
the participants the same question as in the original study.

For this part, we did not have enough data, i.e., the effect sizes
or group sizes, of the original study to calculate the number of
needed participants for this study. To have some estimation, we
thus assumed that most participants who did not want to perform
a specific task on their laptops were also unwilling to perform
it on their smartphones and set the probability that this was the
case to 1%. To show the same effect following this assumption, we
would have needed 8 (SSN), 28 (Shopping), 57 (Health Data), and 69
(Bank Account) participants. Since we interviewed 30 participants,
the difference for SSN and Shopping should have been visible, if
existing. Yet, non of the tests were statistically significant for the
German sample.

The results in comparison to those from 2012 can be seen in
Table 2. Reasons for not performing tasks in this study included
security concerns, such as low trust in device security, and non-
security reasons, such as preferring longer tasks on laptops due to
larger screens or better work environments and rather working on
their smartphones on shorter tasks due to the easy and fast access.
We also saw participants who would, in general, perform a task on
both devices but favored one of them.

There is still a slight trend, that more participants rejected a task
on their smartphone because of security reasons, with the biggest
gap in using the bank account (Laptop 2020: 0, Smartphone 2020: 3 |
exact McNemar, p = 0.25). Additionally, in 2012, 18% cited security
as the cause to not use online shopping on their smartphones, while
participants in 2020 rejected online shopping on their phones solely
due to the smaller screen size.
Interestingly, four participants mentioned security as the reason
not to perform a task on their smartphone, while at the end of the
interview, they told us that they worry more about security on the
laptop. The amount of data on the device and the higher chance
of device theft were mentioned as reasons. After a reminder of the
answers before, one was surprised and told us: “I had a virus on a
computer and believe it is easier to get them there. I have strange
habits, maybe something I got from my parents.”(ID: WA15). There
seem to be some subconscious habitual biases against smartphones.

In the following, we will give details on the results for the four
areas for which Chin et al. [16] found statistically significant differ-
ences between laptops and smartphones.

Task: Enter SSN. Entering the Social Security Number was the
task with the biggest difference between laptop and smartphone
in the original study. Back then, 60% [16] would not enter the SSN
on their smartphone (laptop 2012: 7%) because of security reasons.
While there are probably some cultural differences, with people
in the USA attributing more importance to their SSN, we can only
report 4 (13%) participants not willing to enter it on their phone.
Two participants would never enter the SSN online. The other two
had security concerns on their phone but mostly thought about
usability and found it easier on their laptop.

Task: Shopping. Shopping is an action where the original study
found a significant difference between smartphones and laptops.
No one had any concerns on their laptops, but 18% would not shop
on their smartphone because of security reasons. We did not have a
single participant mentioning security reasons in regards to online
shopping. There were some participants favoring online shopping
on their laptops or tablets because of the bigger screen and some
using their smartphone more because of the faster and easier access,
with two therefore not willing to shop on their smartphone, but no
security concerns came up.

Task: Health Data. There was a statistically significant difference
in the original study (laptop 2012: 4%, smartphone 2012: 18%), with
more participants not wanting to manage their health documents
on their smartphone. We had a higher percentage of users citing
security as a reason on laptops than in 2012 (laptop 2020: 10%, smart-
phone 2020: 13%), but in absolutes, it was only three overlapping
participants that would not input health data on either device and
one more on his smartphone. Even on the contrary, participants
mentioned how much easier and time-efficient it is to send and
manage documents to or from the health insurance on their “new”
phone applications.

Task: Bank Account. Chin et al. found a statistically significant
difference, and while not statistically significant (we would have
needed to interview at least 69 participants to show the same ef-
fect if present), we had our biggest difference between devices in
this aspect. There were only 3 participants having strong enough
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Table 2: The number of participants who would not perform a specific task in the 2020 study (30 participants) and in the 2012
study (60 participants) [16]. Significant differences between the devices are bold.

Task Laptop 2020 Smartphone 2020 Laptop 2012 Smartphone 2012
Security Other Security Other Security Other Security Other

Enter SSN 7% 0% 13% 7% 7% 0% 60% 8%

Shopping 0% 0% 0% 7% 0% 0% 18% 10%

Health data 10% 3% 13% 0% 4% 12% 18% 20%

Bank account 0% 0% 10% 0% 2% 0% 13% 3%

Finance mgmt. 0% 10% 3% 10% 0% 15% 12% 12%

Share photos 0% 13% 0% 3% 0% 3% 3% 8%

Charge money 0% 0% 0% 0% 3% 14% 10% 15%

Work email 0% 7% 0% 10% 0% 5% 0% 10%

Location 7% 0% 0% 0% 2% 0% 0% 0%

security concerns to reject online banking, all of them only on
their smartphones. That is a pretty similar margin to the one in the
original study. Maybe it is culturally influenced (e.g., popularity
of cash in Germany [10, 21]), but one mentioned wanting to try
online banking and just not being informed right now how safe it
is (default trust higher in laptop). Another one (ID: WA06) uses an
iPad for online banking and would use it on an iPhone but does
not trust their Android device. So it is not only about laptop vs.
smartphone but also OS differences. We will further look into this
in Section 4.1.4.

4.1.2 Differences in Perception. In this part, we tried to understand
which device our participants are more concerned regarding se-
curity and privacy. Chin et al. [16] did not observe a difference in
security perception but saw statistically significant lower trust in
smartphone privacy (more concern on laptop 2012: 13%, smartphone
2012: 51%), as seen in Figure 1a.

When calculating the number of needed participants, we re-
performed a χ2-Test to identify the effect size but using a degree of
freedom of 2 instead of 4, since we did not have complete data of
the original study. We would have needed 89 participants.

An overview of the results of this study can be seen in Figure 1b.
We saw more participants concerned about security on their laptop
(laptop 2020: 43%, smartphone 2020: 27%), but more privacy concerns
on smartphones (laptop 2020: 13%, smartphone 2020: 47%). These
directions of perception are similar to the original study results,
where the authors found a statistically significant difference in pri-
vacy concern between devices. While we have a similar distribution
of percentages they are not statistically significant, possibly due to
a too small sample size (security: χ2(2)= 1.400,p = 0.4966 | privacy:
χ2(2)= 5.6,p = 0.0608).

Explaining why they had differences in concern between de-
vices, some participants did remember having heard or even suf-
fered laptop viruses themselves. However, no such thing occurred
on smartphones. Smartphones often had the mobility aspect and
ease of loss against them. We did not observe any networking mis-
conceptions as mentioned in the original study, e.g., the internet
connection on a smartphone not being as secure as on the laptop.
There was only one participant explicitly mentioning the internet

(a) 2012 [16]

(b) 2020

Figure 1: Participants security and privacy concerns on their
devices

connection in a discussion, refusing to use unknown public WiFi
for security-sensitive tasks.
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When talking about their smartphones, many participants (pri-
vacy: 10 out of 14, security: 6 out of 8) decided about which device
they have more concerns, by mostly concentrating on the amount
of data and the device’s frequency of use. A similar observation
was made on laptops (privacy: 3 out of 4, security: 3 out of 13). This
indicates the data on the device is the main reason for any concerns,
more than the device type or other reasons.
Another interesting statement we heard was: “I think there are
more demands from apps to access things.”(ID: MI05) When talk-
ing about why there is more privacy concern on the smartphone.
This might indicate that a visible permission system can negatively
impact a person’s privacy perception of the device.

Some participants’ trust in their devices depended on if they use
an application or a browser. Someone stated: “I would rather not
do it on the smartphone in the browser, the laptop browser feels
safer.”(ID: WA06) This person, however, had no concerns regarding
apps on the smartphone. Another participant expressed the belief
that “It is easier to fake a web page on an iPhone.”(ID:WI02)We also
asked participants about the differences between smartphones and
tablets. Participants saw no difference in using the devices other
than a more frequent usage of the phone and using tablets more
for entertainment like watching videos and gaming.

4.1.3 Worries and Fears. We asked the same question about smart-
phone concerns as in the original study. Similarly, we mainly heard
security and privacy reasons. It was positioned at the end of the
interview, after many other questions concerning security. We thus
assume the answers are influenced by this. More than a third of
the participants worried about unauthorized data access, including
photos, videos, messages, and passwords. Some told us they do not
worry at all (4 participants). Some reasons were no trust in apps (3
participants), device loss (4 participants), and the lack of privacy (4
participants). So there was still some worry about device and data
loss but not nearly as much as in the original study (phone loss 2020:
13% | phone loss 2012: 28%). After asking if they do not have backups,
the answer was they do, but still worry because: “I had problems
recovering data before. Since you don’t know whether everything
is really there, you have to check it regularly.”(ID: WA08).
Looking at the main worries found in the original study, we ob-
served only one participant who was concerned about the battery
of his smartphone, but none who worried about signal strength.

4.1.4 OS Influence. As mentioned before, three participants were
remarking they trust their Apple device more than alternatives.
While we do not have a big enough sample size and differences in
OS perception was not an explicit question, only one participant
explicitly mentioned trusting his Apple device less. The reason was
some recent news about vulnerabilities in iPhones, ignoring that
similar circumstances also happen on Windows and Android. Most
were confident in the security and privacy of their Apple devices,
some even citing this as reasons to buy them. One participant
who would not use online banking on an Android smartphone
told us: “No, only on my iPad”. After we asked him about his iPad
he answered: “Yes, I trust it more than my laptop(Windows) or
Android. I had only good experiences with it, no problems and
everything is really easy. I trust the brand Apple very much.”(ID:
WA06). Therefore we believe any studies trying to understand
differences in computer and smartphone perception and usage

should strongly take into account the potential influence the device
OS/brand has.

4.2 Application Installation
Downloaded and installed applications are one of the reasons for
security breaches on smartphones [9]. Therefore, in this section,
we examine possible reasons for unsafe installation decisions and
compare the observations to the original study.

4.2.1 (De-)installation Frequency. Every performed installation is
a possible added risk for device security. We found significantly
more participants removing applications regularly on their phone
compared to their laptops (laptop 2020: 10, smartphone 2020: 21 |
exact McNemar: p = 0.0034). However, there was only one par-
ticipant mentioning security-related concerns in this context who
stated removing apps because of permissions like location. The
most mentioned reason for removing apps was no further need for
it (n= 23) or storage concerns (n= 10).

Nine participants mentioned variations of “I prefer to use web-
sites on my laptop and apps on my phone.” or perceived installing
applications on their laptop as too much effort but had no problem
with it on their phone.
We assume a combination of easier and safer installation on smart-
phones, usability problems of smartphone browsers and lower app
prices as suspected in the original study [16] are responsible for
the higher install frequency on smartphones.

4.2.2 Application Discovery. Chin et al. [16] hypothesized that in-
stalling an application recommended by someone trusted is proba-
bly not as risky as one from an advertisement or found by browsing.
As can be seen in Figure 2, a recommendation from trusted people
like family and friends is the most important way of discovering
apps, with 42% of apps discovered this way. Recommendations by
non-friends are relevant (20%). Browsing (24%) also plays a big role.
Advertisements (19%) seems to be more relevant on smartphones
(laptop 2020: 10%, smartphone 2020: 28%), which was not observed
in the original study.
One interesting part of the app installations closer looked upon in
the original study was applications discovered by only advertise-
ment and browsing. In contrast to the original study with 44.8%
of applications found this way on iOS and 15.7% on Android, we
observed 22% on iOS and 33% on Android.

4.2.3 Installation Factors. There are several aspects that influence
users in their decision on whether to install an app or not. Some of
them might lead to a lower risk of installing malware, e.g., known
brands, expert reviews, user rating, and the privacy policy [16].
We gathered data in a similar sorting activity to the original study
about how important some individual factors are in the installation
decision. This data can be found in Appendix C. The most consid-
ered factor was the price, followed by user reviews and familiarity
with the brand. Interestingly, on Android, 80% always consider the
ease of installing an app, which is more than double the percentage
on other OSs. In the following, we present our results to the aspects
that were closer looked upon in the original study.

Reviews. User reviews are a sort of soft safety net. While not
as reliable as expert opinions and tests, they warn of the most
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Figure 2: Where participants first heard about their installed applications (recorded 7 per person).

conspicuous hazards. Chin et al. expected greater importance of
user reviews on smartphones because of the in-build review sys-
tem in the most used mobile app markets but found no signifi-
cant difference. We can confirm this observation (Wilcoxon signed
rank test: z = −0.69,p = 0.49) with a nearly identical distribution
of importance between laptops and smartphones. For the three
choices always|sometimes|never, we had 63%|23%|13% in laptops
and 60%|27%|13% in phones.

Permissions. In the original study, permission was only a given
card if the participant had an Android smartphone since the other
operating systems had no permission system. This is not the case
anymore, so we added it to every OS. Permissions are a useful tool
an attentive user can use to see if an app wants access to more
data than it needs, making it easier to spot malicious applications.
We expected permissions to have more weight on the smartphone
install decision because they are more relevant there but found sim-
ilar results on both devices (laptop 2020: 27%|47%|27%, smartphone
2020: 23%|53%|23%).

Brand. Chin et al. argued that a known brand having malicious
software is less likely. Therefore, the brand itself is a good security
indicator [16]. The original study observed statistically significantly
more participants who were likely to try out unknown brands on
smartphones than on laptops. The authors hypothesized this effect
is caused by the more known and older brands on laptops and more
unknown and new smartphone apps [16].

Unfortunately, we could not perform a power analysis for this
section since we neither had the effect size nor the necessary data
from the original study to calculate it.

We did not observe a statistically significant difference for the im-
portance of the brand of an application for different devices. Neither
in the factor sorting task (laptop 2020: 54%|23%|23%, smartphone
2020: 40%|40%|20%) nor in a specially geared question (Figure 3).
There we asked about the willingness to try out apps from un-
known brands and did not find a significant difference between the
devices (Wilcoxon signed rank test: z = −0.7338,p = 0.4654). This

can maybe be attributed to a more mature smartphone market with
well-established brands.

Figure 3: Participants willingness to try out apps of un-
known brands from 1 least likely to 5 most likely

Price. Chin et al. [16] found statistically significant more par-
ticipants who had paid applications on their laptops than on their
smartphones. This corresponded with the authors’ assumption
that users are likely to have fewer paid apps on their phones. We
performed a power analysis and needed 23 participants. Since we
conducted the study with 30 participants, we should have seen an
effect, if present. Indeed, we observed fewer paid apps on smart-
phones but not statistically significantly so (Wilcoxon signed rank
test: z = −1.7891,p = 0.0735), as can be seen in Figure 4. Similar
there were more participants always paying attention to price on
smartphones (laptop 2020: 70%, smartphone 2020: 90%). While the
original study found statistically significantly more paid apps on
iOS than Android, we had findings in the other direction, with
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around two times more on Android. However, this is not a signifi-
cant difference (Mann-Whitney: z = 0.3139,p = 0.7566). We would
have needed 310 participants for the expected effect size, so the
absence of statistical significance should not be over interpreted.

Figure 4: How many applications were free or paid (7 per
participant)

End User Agreement and Privacy Policy. End user agreements
and privacy policies show what corporations do with processed
data, but users often ignore them, as observed in the original study.
Almost half of the participants in our study said they rarely or never
pay attention to them (laptop 2020: 48% smartphone 2020: 43%).

4.2.4 Application Download Sources. There are different sources to
download applications. Official marketplaces like the Google Play
Store, Apple App Store, or Microsoft Store should have lower risk
associated than third-party ones. Alternative app markets main-
tained by large tech corporations, for example, have more malicious
apps than the Google Play Store [32]. The original study observed
that most mobile applications are from official stores (around 85%),
with no such installs on laptops. On laptops, around 65% of the
applications were sourced from websites, and official app markets
did not exist [16].
We found similar results for official smartphone store installations
(86%), and with the release of official markets on macOS and Win-
dows we had 21% of laptop applications from there. This certainly
is a change, and we believe this will result in a lower risk of mali-
cious installs. These are the lower bounds of our measured values
because we counted every unspecific mentioned App store as a
third-party one. Some participants choose “website” as a source,
but downloaded the app from the linked app market. We noticed
this oversight too late. Therefore, some downloads from official
sources might be not counted as such.

4.2.5 Number of Applications. Simply put, more installed applica-
tions increase the chances of having malware installed. Therefore
a lower application count should be better for device security if
the install source is the same. We already observed a higher fre-
quency in app installations and removing on smartphones than on
laptops, so we expected more installed apps on phones. This was
also the case for Chin et al., as they found more applications on

smartphones 2012 (mean: 36, median: 24.5) than laptops 2012 (mean:
21, median: 12) [16]. We have an even bigger difference with sig-
nificant (Wilcoxon signed-rank test: z = −4.06,p < 0.00001) more
apps on smartphones 2020 (mean: 51.2, median: 51) than laptops
2020 (mean: 22, median: 19).
We omitted analyzing the types (e.g., shopping, news, games) of
applications participants had installed. The small share of apps we
inquired about per person (seven apps) and the fact that the dif-
ferent sorting methods per OS distort the statistics do not provide
useful results. For example, Amazon as a shopping app has a much
higher chance to get recorded on Android due to the alphabetical
sorting method.

5 DISCUSSION
In this section, we discuss the changes, improvements and still
existing problems that smartphones have and look into possible
biases and limitations of this study.

5.1 Changes Between 2012 and Today
We measured the willingness to perform a specific task on the
smartphone vs. a laptop. We find no statistically significant differ-
ences between these device types. Especially everyday actions like
shopping and apps charging money are carried out without being
obstructed by security reasons. Just two participants had usability
reasons not to shop on their phones. Comparing this to the findings
by Chin et al. [16] this indicates a change.
Comparing security concerns on devices between the years, we
see a shift towards more worries on laptops. We also did not find
nearly as many participants worrying about phone and data loss,
which may be attributed to better backup and encryption services
and fewer problems with these.

We could not find serious misconceptions (e.g., network security)
as the authors of the previous study. This could be a possible conse-
quence of user education or more time to get used to smartphones.
Participants did not mention technical worries (e.g., battery or sig-
nal strength) as they did in 2012. Only one mentioned the battery
but was half-joking. One more thing that stood out positively was
participants praising the ease of use of apps, for example, health
insurance management apps, and how satisfied they are with them.

However, we observed irrational habits concerning smartphones,
which the participants could not explain.We thus encourage further
researchers to investigate the influences and reasons.

5.2 Open Problems
While many results indicate improvements in the situation, there
are still open problems. We observed participants not trusting the
reliability of backups or remembering having problems with them.
This indicates a field for further research and engineering.

One recommendation by Chin et al. [16], which did not get imple-
mented over time, was per-app security indicators in popular app
markets. With us observing advertisement to be more pronounced
as a source of app installations on smartphones and the general
frequency users install apps, smartphone security seems to strongly
depend on the safety of apps from official app markets.
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We found no improvement in users’ privacy perception on smart-
phones. But with research like Balapour et al. [11] indicating pri-
vacy perception negatively influencing security perception, it is
even more important to design solutions. We also saw indications
that a visible permission system could negatively impact privacy
perception.

When asked about considered elements before installing an app,
end user agreements and privacy policies are still not considered of-
ten compared to other properties. Further research should findways
of making these more attractive to users or identify alternatives
that can inform the user properly before an installation.

5.3 Feeling vs. Knowledge
One of the more interesting discoveries was that some participants
did not want to do sensitive tasks on smartphones but later told
us they worry less about it. When this was pointed out, we heard
explanations that could indicate a sort of learned behavior (e.g.,
from parents) that they do not think about much, but when con-
cretely asked, they think a smartphone is safer. Yet another possible
explanation was that privacy perceptions often had more to do
with the amount of important data and frequency of use than the
device itself. Therefore, if someone uses their laptop for impor-
tant tasks, because they trust it more, their worries about security
might increase. This difference between unconscious and conscious
perception should be kept in mind when designing studies.

5.4 OS Influence
While not specifically asked, four out of the 30 participants men-
tioned differences in device perception depending on the OS, three
of whom had an Apple device; indicating that the OS can pos-
sibly influence security perception, also suggested by other re-
search [16, 26, 31]. Any study investigating privacy or security
perception regarding smartphones needs to account for this.

5.5 Limitations and Bias
Several aspects impact our results. As mentioned in section 3, we
had to carry out our study in Germany, which certainly has cultural
and linguistic implications. We recruited from eBay Kleinanzeigen
with many of our participants being students or low wage earners.
Choosing to pay our participants 30 Euro should influence our de-
mographic range a bit since the 60$ (with inflation worth 68$ in
2020 [3]) paid in the first study is around double our remuneration.
However, the lower average salary and living costs of this study’s
location probably counter this aspect at least partially. Some se-
curity and privacy conscious people could have been deterred by
the need to give their bank details to receive the payment (some,
in fact, lost their interest, after knowing we do not support Pay-
Pal). We had 30 participants, exactly half of the original study. As
mentioned throughout the paper, we performed a power analysis,
calculating the required number of participants needed to find the
same effect as reported in the original study. For Section 4.1.2, we
would, for example, have needed 89 participants. Due to how time
intensive the interview format is, we were not able to achieve this
high number. Therefore, statistical significance, or its lack, has to
be interpreted with caution.

Only half of the participants have an Apple device, while this
was true for 75% in the original study. However, we believe this to
be a more accurate representation of the German population [29].
Additionally, there is a slight bias towards male and younger partic-
ipants. With the before mentioned aspects and online nature of the
study, the results have to be understood as insights into the current
state with the need for further research.

The chosen methodology of the original study that we followed
for asking participants about their installed apps on their devices
introduced a bias through the different sorting orders and the low
cross-section of tested apps. Although it is suitable for a rough
overview, a, e.g., automated analysis of all installed applications
probably would have delivered more accurate results.

6 CONCLUSION
When a study found more privacy and security concerns on smart-
phones in 2012 [16] the smartphone market was just emerging.
They found trust problems and concerns. Now, nine years later,
many of the original problems improved. We conducted a similar
study, using online interviews (n=30) to understand how much has
changed since 2012. Our observations suggest that the smartphone
ecosystem matured and has none of the large general problems
found in the original study. We found that many of the original rec-
ommendations are now at least partially the reality. While there are
still more participants worried about the privacy of smartphones
than on laptops, and concerns exist, some of which the partici-
pants themselves call “irrational”, there are many that trust their
smartphone more than their laptop. Overall we see no significant
perception problems hampering smartphone usage today anymore,
but still, see room to improve privacy concerns and backups.
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A CALL FOR PARTICIPANTS
Online study about smartphones | Online Interview 50-90min | 30€
compensation
We are searching for online interview participants. The duration is
50-90min and the information obtained will be processed anony-
mously. There will be a recording, which will be deleted after tran-
scription (probably on the same day). The interview is not a test, we
just want your opinions and experiences. Questions can be skipped
at any time.
Prerequisites: own a personal smartphone, own a personal laptop
and be at least 18 years old
What you will do: A zoom conversation with us, cameras or video
is not necessary. You will answer questions and fill out a survey
online.
Compensation: 30€
If you want to participate or if you have questions, please con-
tact me. To participate we would need a list with age, gender and
your devices (laptops/smartphones), please mark which operating
systems they are using and which of the devices you primarily use.
Example:
Age: 20
Gender: male
Devices: Laptop(Windows 10), Laptop(Windows 7), Smartphone(Android)
Main laptop: Windows 10
Main smartphone: Android

B INTERVIEW / SURVEY
B.1 Demographic Questions

• What is your age?
• What is your gender?
• What is the highest degree or level of school you have com-
pleted?

• What is your household income?
• How often do you ask for help facing technical problems?
[Never(1)-Every time(5)]

• How often are you asked for help when somebody is facing
technical problems? [Never(1)-Every time(5)]

B.2 Computer usage questions
• Which operating system is installed on your laptop? (If you
have installedmore than one operating system, please choose
the one you are mainly using)

• Which [Windows | macOS] version do you use?
• How long have you owned this computer?
• How many years have you owned a computer in general?
• Is this your only computer? If not, how many computers do
you use? If you have multiple computers, do you use them
for different purposes? Please explain. Which laptop did you
bring?

• How many people regularly (weekly) use this laptop? (e.g.,
Do any family members/co-workers use it)?

• Does anyone occasionally use this laptop? (excluding people
using it regularly) What circumstances?

• I am likely to try computer applications made by companies
or brands that I am not familiar with. [Likert 1-5]
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• What types of applications do you tend to install on your
computer? [Books, Business, Developer Tools, Education,
Entertainment, Finance, Food & Drink, Games, Graphics &
Design, Health & Fitness, Lifestyle, Magazines & Newspa-
pers, Medical, Music, Navigation, News, Photo & Video, Pro-
ductivity, Reference, Shopping, Social Networking, Sports,
Travel, Utilities, Weather, Other]

• Where do you usually look for applications? [App Stores,
Web search (e.g., Google, Ecosia, DuckDuckGo), Retail Stores,
Ask Friends & Family, Other]

• Do you have anti-virus software installed on your laptop?
If so, what brand? Did it come pre-installed? Is it a free or
paid version?

• If there is an “update” available for your Windows/Mac (not
individual applications), do you: [Apply it immediately, Do
it weekly/monthly, Ignore until prompted again or critical,
Always enable auto update, Ignore until later if it requires
you to restart your computer, Other]

B.3 Mobile usage questions
• Which operating system is installed on your smartphone?
• How long have you owned this Android or iPhone?
• How many years have you owned a Android or iPhone in
general?

• Is this your only mobile phone? If not, how many mobile
phones do you use? If you have multiple mobile phones, do
you use them for different purposes? Please explain. Which
phone did you bring?

• How many people regularly (weekly) use this phone? (e.g.,
Do any family members/co-workers use it)?

• Does anyone occasionally use this phone? (excluding people
using it regularly) What circumstances?

• I am likely to try mobile applications made by companies or
brands that I am not familiar with. [Likert 1-5]

• What types of applications do you tend to install on your
computer? [Books, Business, Developer Tools, Education,
Entertainment, Finance, Food & Drink, Games, Graphics &
Design, Health & Fitness, Lifestyle, Magazines & Newspa-
pers, Medical, Music, Navigation, News, Photo & Video, Pro-
ductivity, Reference, Shopping, Social Networking, Sports,
Travel, Utilities, Weather, Other]

• Where do you usually look for applications? [App Stores,
Web search (e.g., Google, Ecosia, DuckDuckGo), Retail Stores,
Ask Friends & Family, Other]

• Do you have anti-virus software installed on your phone?
If so, what brand? Did it come pre-installed? Is it a free or
paid version?

• If there is an “update” available for your Android/iPhone(not
individual applications), do you: [Apply it immediately, Do
it weekly/monthly, Ignore until prompted again or critical,
Always enable auto update, Ignore until later if it requires
you to restart your phone, Other]

B.4 Installed application questions
Participants were first asked to count the number of applications
they themself installed and then take the first 7 (sorting depending
on OS) and answer the following questions for each:

• Name of the application
• The application was: [Free, Purchased, free to download but
needs a paid user account, Other]

• Where did you get the application from? [Physical Store,
Online store (e.g., Amazon, AppStore), Company website,
Other]

• If you answered digital/online store, which one?
• What prompted you to install this application?
• How did you first hear about this application? [Choose all
that apply: Friend or family member, Recommendation from
someone other than a friend, Advertisement, Instructed/Forced
to install it (e.g., by other software), Browsing, Heard about
it in an article, Other]

• What factors did you consider before installing it? [Choose
all that apply: Price, Popularity of the application, Search
ranking/sponsored listing, User reviews, Expert reviews on-
line (blogs, magazines, etc.), Salesperson suggestions in a
store (like Saturn, Mediamarkt etc.), Friends’ recommenda-
tions, Familiarity with the brand, Ease of installation, Screen-
shots, End User License Agreements and Terms of Services,
The application’s privacy policy, Permissions, Other]

• How often do you use it? [Daily, Weekly, Monthly, A few
times a year, Other]

B.5 Factors considered
Participants were asked to drag and drop the following elements
into one of the three buckets: Always consider, sometimes con-
sider, and never or rarely consider. Then put the “Always consider”
and “sometimes consider” piles into rank order, from most to least
considered.

• Price (Free vs. $$$)
• Popularity of app
• Search ranking/sponsored listing
• User reviews + ratings
• Expert reviews online (blogs, magazines, etc.)
• Salesperson suggestions in a store (ex. Saturn, Mediamarkt,
etc.)

• Friends’ recommendations
• Familiarity with brand
• Ease of installation (e.g., drag-and-drop install, having to
register before use, etc.)

• Screenshots / look + feel
• End User License Agreements and Terms of Services
• Application’s privacy policy
• Permissions
• Other

B.6 Interview Questions
At the end of the laptop and smartphone survey parts, we verbally
asked:
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• Do you regularly uninstall applications on your [laptop |
smartphone]? If so, why? Have you recently uninstalled
applications for any reason? If so, why?

For each of the devices (laptop/smartphone) we asked the questions:
• Have you used a website that is location-aware on your
laptop? (e.g., Maps, Twitter (optional), Facebook (optional))?

• Have you used an application on your laptop that is location-
aware? (e.g., TweetDeck, weather apps)

• If they answered no, they were asked: Would you install an
application or use a website that that can learn your location?
Why/Why not? If you answered “sometimes,” under what
conditions?

They were asked for all of the following topics:
• Have you used an application on your laptop that is location-
aware? (e.g., TweetDeck, weather apps)

• Have you used an application on your laptop that can charge
you money? (For example, Skype will charge your credit
card if you use up your minutes. Some games. Renewal of
the anti-virus.)

• Have you logged into your bank account on your laptop?
• Have you used a finance management website on your lap-
top? (Ex. Mint, Buxfer, BillShare, Venmo)

• Have you made a purchase on a shopping site (e.g., ama-
zon.com) on your laptop? (via website)

• Have you accessed work-related email on your laptop via
browser?

• Have you given your Social Security Number to a website
on your laptop? (Ex. job apps, credit card apps, online tax
software)

• Have you used a website to manage your health documents
on your laptop? (Ex. GoogleHealth)

• Have you used a website to share photos on your laptop?
At last, we asked:

• Do you worry about security (e.g., malicious programs) on
the phone [a lot more than | more than | about the same | less
than | a lot less than] security on the laptop? Please explain.

• Do you worry about privacy (e.g., leaking sensitive data) on
the phone [a lot more than | more than | about the same | less
than | a lot less than] privacy on the laptop? Please explain.

• In general, what are your primary concerns about your
phone?

• Do you own a tablet? How does your usage of your tablet
differ from the usage of your phone? (e.g., apps you tend to
install, update behavior, etc.)
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C EXTRA

Figure 5: Relative Importance of factors considered before installing an application.
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Table 3: Overview of the changes between the original and this study. The questions were adjusted with more up-to-date
examples and usability enhancements. Some extra questions were added.

Original (2012) [16] New Study (2020)
Interview type Personal Online (Zoom)

Survey type paper online
Residency of participants USA Germany
Language English German
Recruitment Craigslist Ebay Kleinanzeigen (a german classified ads website)
Number of Participants 60 30
Gender M / F / Other 50% / 50% / 0% 57% / 43% / 0%
Windows / Android 25% 50%
Windows / iOS 25% 20%
macOS / Android 25% 7%
macOS / iOS 25% 23%
Card Sorting some cards had pictures only text
Installed Applications maximum in 10 min (avg. 7 apps) a fixed number of 7 apps
Task Willingness... to install an application to install an application or use a website
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